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This User's Manual is intended to help for studyoperability principles and maintenance of
Signal-10 Intrusion and Fire Alarm Control Unit of versionl.12

Please read the instructions completely before coenting, operating, adjusting or maintaining this

product.

The following terms are used throughout the Manual:

Alarm Loop (AL) : All the detectors and wires connected to an ingfuthe Signal-10, an initiating

device circuit.
Input: An actual input of the Signal-10. The followinigouiits can be connected to a device’s input:
» An alarm loop;
» A fire threshold addressable alarm loop;
» An auxiliary alarm loop;
» A programmable auxiliary alarm loop.

Zone: Two or more inputs of the Signal-10 to which tire falarm loops detecting appearance of fire
factors within some minimally independent monitoracka of the protected premises are

connected.

Arm/Disarm means starting/cancellation monitoring of loopr{jian, system) conditions and signaling

alarms in controlled alarm loops.

Integration Time: A time interval during which sudden alterationdadp resistance are not considered

as initiating an alarm, thus producing no alarms.

Network Address (or Address) A unique number of a device (from 1 to 127) withihe ISS Orion
local RS-485 network.



1 General

1.1.Signal-10 Intrusion and Fire Alarm Control Unit (amafter referred to as the Signal-10 or
the unit) is intended to be used in cooperatiomait Orion network controller (an S2000M panel or a
personal computer with Orion Pro software instgliesla control and indicating equipment in a madula
system of:

— Intrusion and Panic Alarms;

— Fire Alarms and Fire Fighting.

In standalone mode the Signal-10 operates as rasiom alarm control and indicating unit.

While operating under an S2000M control panel ofsim 3.00+ the Signal-10 provides
connecting various fire-fighting equipment in actanmce with S2000M User’s Manual.

The unit provides:

— Monitoring and indication of states of ten alarimg,fand panic alarm loops as well as circuits
of auxiliary equipment; indicating the state of leéize alarm loop by means of the built-in LEDs;

— Receiving responses of automatic and manual, paasigt active (powered via the loop), four-
wire fire or intrusion detectors with normally cémsor normally open internal contacts;

— Local operating (arming and disarming) of individuatrusion alarm loops or groups of
intrusion alarm loops in case of reading codesBottons or other credentials with a 1-Wire (u-LAN)
output interface;

— Remote (centralized) operating of individual aldomps or groups of alarm loops combined in
a partition by a command of the network contro(82000M control panel or a PC with Orion Pro
software installed);

— Remote or local control of outputs;

— Sending fire alarms and troubles to a fire brigade;

— Sending alarms to a central monitoring station (§MS

— Control of sound and light alarms (notification Appces) connected to the SRN and LMP
outputs for open circuit failures and short cirdaitures;

— Connecting a second power supply to the additimmmalt;

— Sending a code of a credential to the network olletrfor centralized operating of partitions;

- Indicating a partition status by means of an exetwo-color indicator (outputs LED R and
LED GR).

1.2.The Signal-10 is to be powered by an external degpcsupply providing 12V to 24 V.
Bolid manufactured battery backed power supplieRIéf-12 or RIP-24 series are recommended to be
used.

1.3.The Signal-10 is to be installed within indoor uatesgl premises and intended for round-the-
clock operation.

1.4.The Signal-10 is not intended to be used in agyeseedia or dust conditions, or in ex-
hazardous areas. The Ingress Protection RatinB28 (in accordance with Russian StandBCT
14254).

1.5.The Signal-10 is designed to operate in followingb@éent conditions:

1) Ambient temperature: minus 30 to +50 °C;

2) Relative humidity: up to 98 % at +25 °C;

3) Vibration load: in the range of 1 to 35 Hz at mageleration 4.9 m#g0.5 g).

1.6. The mean time before failures in operation mo®5300 hours.

1.7. The average lifetime of the Signal-10 is 10 years.

1.8. The weight of the Signal-10 doesn’t exceed 0.3 kg.

1.9. The overall dimensions are 156 mi07 mmx 39 mm.

1.10. The pre-operation time of the Signal-10 after apygjypower is 3 seconds maximum (if a
stable voltage of more than 11 V is applied actbegerminals of at least one power input of thgm&l-
10).



2 Specifications

2.1.The number of the unit’s inputs is 10.

2.2. The number of switched circuits is 6.

2.2.1. The number of outputs to send signals to a cemtoalitoring station:

- «ALR1» - 1;

- «ALR2» — 1.

2.2.2. The number of outputs to control light and sourairak:

— «SRN»: Sound alarms — 1;

— «LMP»x: Light alarms — 1.

2.2.3. The number of outputs to control light indicatofsan external reader:

- «LED R»: Red indicator — 1;

— «LED G»: Green indicator — 1.

Note: — The reader LEDs are controlled by logic +5V CMI@&els. In case of direct
connection the Signal-10 limits the current atléwel of 10 mA.

2.3.The number of monitored circuits is 16:

= «I»...«10»: inputs AL1...AL10 - 10;

— «TM»: the credential reader connection circuit — 1;

- «A», «B»: RS-485 interface bus — 1;

— «LMP>», «SRN»: the monitored circuits of the output?;

- «U1l», «U2»: the power inputs of the unit — 2.

2.4.The number of the executive outputs is 4:

— «ALR1», «<ALR2»: the normally open contacts of tbédsstate relays.

The maximum switched voltage is:
—170V/0.1 A (do);
— 130 V/0.1 A (ac);
— «LMP», «SRN»: transistor outputs with monitoringlo&d circuits. The maximum switched
voltage is 28 V/1 A.

Note: — Unit power voltage is switched to the outputs RMnd SRN. When the
output load is close to the maximum value the Sigfashould be powered
by a 24V dc power supply.

2.5.The transmitted events are the following:

- ARMED;

— ARMING FAILED;

- FIRE SIGNAL;

- FIRE PREALARM;

- FIRE 1 ALARM;

- FIRE 2 ALARM;

— LOOP TRBL OPEN;

— LOOP TRBL SHORT;

- TAMPER ALARM;

- TAMPER RESTORED,;

— TESTING;

- PROGRAMMING;

- ARMING DELAY;

- DISARMED;

- DEVICE RESTART;

- POWER FAILURE;

- POWER RESTORED;

— ILLEGAL CODE;

- USER’S CODE ENTERED,;

— AUX ZONE RESTORED;



- AUX ZONE ALARM,;

— PANIC ALARM;

— ENTRANCE ALARM,;
— READY TO ARM,;

— NOT READY TO ARM,;
— INTRUSION ALARM.

2.6.The Signal-10 transmits the network controller mlanessages over the RS-485 highway
interface. The data transmission parameters are:

— 9600 baud;

— Half-duplex.

If a PC operates as a network controller then alataommunicated via one of Bolid manufactured
interface converters (USB-RS485, S2000-PI, or S208B).

2.6.1. If a communication loss has occurred during geimegad message, the event will be
stored in the Signal-10 nonvolatile memory. Whemuownication is restored, the event will be
transmitted to the network controller with the tiared data specified by the internal Signal-10 clock

The Signal-10 nonvolatile memory is capable ofistpup to 512 last events.

2.7.When the power voltage drops to 9.5(x0.2) V then8kgl0 switches to Power Failure mode.
When power voltage is restored and exceeds 102 (¥0the Signal-10 returns to Operation mode. If
the power voltage has dropped below 9(x0.2) V tiga&-10 shuts off.

2.8.Table 2.1 shows the standard values of currentwwoed by the Signal-10 in main operation
modes in case of standard operating.

Table 2.1. Typical Values of Consumed Current

- Power Voltage
Conditions Mode
12V 24V
All the alarm loops connected to the Signal-10 are OK 220 mA 110 mA
armed and there are no detectors powered via the
alarm loops Alarm 230 mA 115 mA
All the alarm loops connected to the Signal-10 are OK 310 mA 150 mA
armed; all the detectors are powered via the alarm Fire Alarm
loops and the total current consumption in each (two detectors 410 mA 200 mA
alarm loop is 3 mA (totally, | = 30 mA) have responded)

If the inputs of the device are loaded partiallyatis, some detectors are powered via the loop
but their totally consumed current doesn’t excdmdrhaximum value) then the current consumed by the
Signal-10 can be considered as increasing in dimgtortion to the current consumed by the detsctor

So, if all termination resistors are installed, tw@rent consumed by the Signal-10 can be
calculated by formulas:

1. If the Signal-10 is powered byl2 V power supply:

| =2.75 0 + 220 [mA]

2. If the Signal-10 is powered by2& V power supply:
[ =1.23 0+ 110 [mA] , where:

| stands for the total current consumed by the @efvicthout regard to connected alarms) [mA],
i stands for the current consumed by active deteatahe alarm loops of the Signal-10 [mA].

The total time of battery-backed operation, takimg account the margin 25%, is estimated by
formula:
T =750 OW /1 [h], where:
W stands for the capacity of a backup battery [Ah],
| stands for the current consumed by the Signaki&)]]



2.9.The Signal-10 provides steady voltage at alarm loppts:

- In the Operation mode from 19 V to 22 V, the resise 4.7 K £5 % being wired into the loop
and the detectors consuming 0 mA to 3 mA,;

— In case of an open circuit failure at the inputt®7 V.

2.10.In case of a short circuit in an alarm loop then8lglO provides steady voltage at other
inputs as said in Section 2.9. Simultaneously noenmban three alarm loops can be in short circuit
condition.

2.11. The Signal-10 provides limiting of the current &or alarm loop in short circuit condition at
the level of 26.5 mA maximum.

2.12. The maximum loop ripple voltage is 20 mV.

2.13.If intrusion detectors are connected to a unitfuin(intrusion alarm loop) the Signal-10 is
in the Operation mode with the following alarm Iqugrameters:

— The resistance of wires without regard to the teaton resistor doesn’t exceed 1 K;

— The minimum leakage resistance between the loopswar between each wire and earth is

20 K.

If fire detectors are connected to a unit’s ingire (alarm loop) the Signal-10 is in the Operation
mode with the following alarm loop parameters:

— The wire resistance without regard to terminatesistor doesn’'t exceed 100

— The minimum leakage resistance between loop wirégtwveen each wire and earth is 50 K.

The Signal-10 provides reading of electronic créidén which operate with Dallas Touch
Memory (iButton) interface and the following paraers of the line:

— The distance from the unit to the iButton readezsuit exceed 100 m;

— The capacity of the circuit doesn’t exceed 6 nF.

The maximum distance between the unit and Proxioatg readers operating with the interface
Dallas Touch Memory (iButton) depends on the re&yjes.

When current-consumed readers are in use then faparthe capacity of the line the resistance
of the circuit connecting GND contact (the negagesver circuit of the reader) with 0 V contact bét
Signal-10 is of great importance. So, if the readetoo far from the unit (50 m and more) and (or)
consumes a high current (more than 50 mA) it ismanended to:

— Use a cable with wires with larger cross sectiarctmnection of the reader;

— Use vacant wires of the cable to double the GNBudir

— Power the reader from an independent power supply.

2.14.The Signal-10 is resistant against such electroetagdisturbances in its alarm loops as
50 Hz sine waves of up to 1 V effective voltage amdjle voltage pulses with height of up to 300rd a
pulse width of up to 10 ms.

2.15.The Signal-10 provides limiting of control currefdr notification appliance circuits
connected to the SRN and LMP outputs at the le8InA max when being off.

2.16.The Signal-10 provides current protection for nadifion appliance circuits connected to
the SRN and LMP outputs by means of resettablesfuse



3 Standard Delivery
Find the following when unpacking the Signal-10:

1) Signal-10 -1 pc,;

2) Instruction Manual —1pc,

3) 4.7 kOhm Termination Resistors —10 pcs.;

4) Woodscrews —3pcs.;

5) Wall Plugs -3 pcs,;

6) DIN 7982 Flat Head Tapping Screw with Cross DrivexB.5 —1 pc.

Note: — Readers such as Schityvatel-3 or similar and 998A iButtons are not

supplied with the Signal-10 and should be ordeegdsately.

4 Description

The view of the Signal-10 along with its overalldamounting dimensions are represented in a
picture in Appendix A.

The enclosure consists of a base and a cover.

There are indicators of the alarm loops «1» ... «diftba READY indicator on the unit’s cover.

A PC board is attached to the base. The elementiseoRC board are: LED indicators, terminal
blocks for external connections, a built-in sounaled a tamper switch.

The Signal-10 consists of the following main comgats:

— 27 V voltage converter;

- 5V voltage converter;

— Processor,

— Light indicators;

— ALR1 and ALR 2 solid state relays;

— Electronic switches LMP and SRN,;

- RS-485 interface converter;

— Non-volatile memory;

— Tamper switch;

— Credential reader input;

— Built-in sounder.

The processor controls operation of the Signal-10:

— Cyclically polls the alarm loops and monitors themtes by measuring their resistance values;

— Controls the internal light indicators, the soundée outputs, resetting power of the alarm

loops;

— Receives commands and transmits messages ovettd8RRinterface bus.

Voltage from the measuring circuits arrives atittpt of a built-in ATD converter. Based on the
measured value of the effective resistance of ammaloop the current status of the alarm loop is
recognized which can be OK, a trouble, an alarm, et

The non-volatile memory is used as an event budffestoring events along with the date and
time of their origin.



4.1.Inputs

Up to ten alarm loops can be connected to the Bighanputs. Depending on the status of a
connected alarm loop, the Signal-10 can perfornidghewing:

— Indicates alarm loop states by means of the huiftvb-color LEDS «1» — «10x» on its cover,

— Activates the internal sounder in case of varidasas;

— Controls the Signal-10 outputs.

A status of an alarm loop is defined by its typs,resistance and its logic state (whether it is
armed or disarmed/disabled).

4.1.1. Fire and intrusion detectors of any type intendedé powered by a DC supply can be
brought into the alarm loops of the Signal-10 & thternal resistance of the detectors in Fire mede

— No more than 2.7 K for normally open detectors; and

— No less than 3.2 K for normally closed detectors.

4.1.2. Configuration parameters of the alarm loops.

Table 4.1 shows a set of parameters which can dgrammed for the Signal-10 to define a
monitoring algorithm for each the alarm loop.

Table 4.1. Configuration Parameters of the Alarm Loops

Parameter Description Range

1 — Smoke Two Threshold
2 — Fire Combined (Smoke + Heat)

Single Threshold
3 — Heat Two Threshold
Defines 4 — Intrusion .
the tactics the alarm loop to be monitored 5 — Intrusion With Tamper
I T with, Monitoring*
nput Type the kind of detectors to be included into the 6 — Auxiliary
alarm loop, and 7 — Entrance
states to be assigned to the alarm loop 11 — Panic

12 — Programmable Auxiliary

14 — Fire Threshold Addressable

16 — Fire Manual
0...5
(0 means that the input is associated
with no zone)

The number of the zone the input belongs to.

Zone Number . .
An input can belong only to a single zone

The delay for switching from Entrance Alarm
status to Intrusion Alarm status (the
parameter is actual only for intrusion alarm
loops)

The delay between receiving an arming
Arming Delay command and switching the loop to the Oto255s
Armed mode

Automatic switching from the Arming Failed
status to the Armed status upon alarm loop’s On / Off
restoring

The time interval required for transient
processes to be completed within the alarm
loop after power resets. During this time the
status of the alarm loop is not analyzed

Alarm Delay Oto255s

Auto Rearming
After Failing

Input Analysis Delay From1sto63s

10



Table 4.1 (Continued)

Parameter Description Range
Relay 1
Activation Delay
Relay 2 . .
. gay The delay in seconds between having the
Activation Delay .
Relay 3 related alarm loop (loops) activated and 0Oto255s
Activation Delay activating the relay
Relay 4
Activation Delay
Never Disarm The alarm loop can be disarmed by no way On / Off
Automatic switching from the Intrusion Alarm
Auto Rearming or Panic Alarm status to the Armed status on / Off
After Alarm when the alarm loop has been restored
(Relevant only for intrusion alarm loops)
The directive to transmit over the RS-485
Disarmed Input interface messages about changes of on / Off
Monitoring conditions (Norm/No Norm) of the disarmed
loop
Fire Input Being on, disables the function of repeated
Requery query for the loop condition for alarm loops of On / Off
Prohibition Types 1 and 2
300-ms Intearation Being on, causes an intrusion alarm loop to
Timeg enter the Intrusion Alarm status if this one has On / Off
been activated for more than 300 ms
Being on, causes an intrusion alarm loop not
10% Deviation to enter the Intrusion Alarm status if its
. . On / Off
Blocking resistance value has been changed more
than by 10% within 255 s
Relay 1 (ALR1) on / Off
Control
Relay 2 (ALR2) on / Off
Control Relates relay control with this alarm loo
Relay 3 (SRN) y P
On / Off
Control
Relay 4 (LMP) on / Off
Control
Relates alarm loops of the Type 14 with the
Connected
addresses of threshold addressable detectors
Addressable . o On / Off
and call points preliminary brought to the
Detectors
alarm loops (see Clause 4.1.5)

* see Note on page 14.

The main configuration parameter of each the Sigf@aalarm loop is thénput Type. This
parameter defines how the alarm loop will be maeidoand which detectors can be included into this
loop. The Signal-10 supports 11 various types pfiis (types of alarm loops).

Type 1: Smoke Two-Threshold Alarm Loop

A loop of the Type 1 (Smoke Two-Threshold) is irtted to involve fire smoke (normally open)
detectors. This loop is considered to be in ornth@ffollowing states:

— Armed: The alarm loop is monitored, its resistanegg normal;

— Disarmed (Disconnected): The alarm loop is not rtooad;

— Arming Delay: The Arming Delay has not yet expired;

11



— Fire Prealarm: A single detector has actuated withe alarm loop (IFire Input Requery
Prohibition is set on);

— Fire 1 Alarm: The alarm loop enters this state if:
» Response of a single detector has been confirnfied éarepeated query);
» Two detectors have responddeéiré Input Requery Prohibition is set on) in a single
alarm loop within 120 s;
» Two various alarm loops from a single zone havereqlt the Fire Pre-alarm status within
120 s, the alarm loop which entered the Fire Alatatus by first having not changed its
status;

— Fire 2 Alarm: The alarm loop enters this state if:
» Response of two detectors within a single alarnp lbas been confirmed (after a repeated
query) within 120 s;
» A second Fire 1 Alarm condition has been deteatedifferent alarm loops included into a
single zone within 120 s. In this case the alaraplwhich entered the Fire 1 Alarm status by
first doesn’t change its status;

— Short Circuit Failure: The resistance of the aléwop is less than 10Q;

— Open Circuit Failure: The resistance of the alavoplis more than 6 K;

— Arming Failed: The alarm loop has been activateti@imoment of being armed.

WhenFire Input Requery Prohibition is set off:

When a detector has responded, the Signal-10 gemsemaFire Signal message and repeatedly
queries the condition of the alarm loop by resgt{ghutting off for a short time) its power for 3Adter
a delay equal to the value bfput Analysis Delay the Signal-10 begins to consider the status of the
alarm loop. If within 55 s after resetting the alaloop responds repeatedly, the alarm loop is sedc
to the Fire 1 Alarm status. If, otherwise, the d&iehas not responded repeatedly within 55 saliuen
loop returns to the Armed status. The alarm loap ssaitch from the Fire 1 Alarm status to the Fire 2
Alarm status as described above.

WhenFire Input Requery Prohibition is set on:

When a detector has responded, the Signal-10 gesaad-ire Signal message and immediately
switches the alarm loop to Fire Prealarm status. dlarm loop can switch to the Fire 1 Alarm status
cases described above.

The integration time for an alarm loop of the Typeis defined in accordance with the
requirements mentioned in Section 4.1.3.

Table 4.2 shows the matching between current eggistvalues and corresponding statuses of
alarm loops of the Type 1.

The wiring diagram for including fire smoke (normyabpen) detectors into alarm loops of the
Type 1 is presented in Appendix D.

Type 2: Combined Fire Single-Threshold Alarm Loop

A loop of the Type 2 (Combined Fire Single-Threshois intended to involve fire smoke
(normally open) and heat (normally closed) detectdiis loop is considered to be in one of the
following states:

— Armed: The alarm loop is monitored, its resistabpegg normal;
Disarmed (Disconnected): The alarm loop is not roved,;
Arming Delay: The programmed Arming Delay has netitbexpired;
Fire Prealarm: The alarm loop enters this state if:
» A single smoke detector has actuated within thenmaléoop (If Fire Input Requery
Prohibition is set on), or
» A heat detector has responded with an alarm;
Fire 1 Alarm: The alarm loop enters this state if:

12



» A response of a smoke detector has been confirafest @ repeated query);
» Two different alarm loops from the same zone hawenbentered the Fire Alarm status
within 120 s and keep this state;

— Fire 2 Alarm: The alarm loop enters this state if:
» Two different alarm loops included into a singlenedave entered the Fire 1 Alarm status
within 120 s. In this case the alarm loop whicheesd the Fire 1 Alarm status by first has not
changed its status;

— Short Circuit Failure: The resistance of the loppess than 10Q;

— Open Circuit Failure: The resistance of the loojm@e than 16 K;

— Arming Failed: An attempt to arm the loop has fibecause the loop is activated.

A response of a heat detector causes the Signal-ditter Fire Pre-Alarm status.

In case of a response of a smoke detector the ISi@ngenerates a Fire Signal message.

If Fire Input Requery Prohibition is set off, the Signal-10 repeatedly queries fandition of
the alarm loop (see the Type 1). If the smoke detgesponse is confirmed, the alarm loop switdbes
Fire 1 Alarm status, otherwise it returns to Arns¢atus. The alarm loop can switch from Fire 1 Alarm
status to Fire 2 Alarm status in cases describedeab

If Fire Input Requery Prohibition is set on, the Signal-10 immediately switchesataem loop
to Fire Prealarm status. The alarm loop can emtsn fFire Prealarm condition to the Fire 1 Alarm
condition in cases described above.

The integration time for an alarm loop of the Typeis defined in accordance with the
requirements of Section 4.1.3.

Table 4.2 matches current resistance values angspmnding states of alarm loops of the
Type 2.

The wiring diagram for including fire smoke (noryabpen) and fire heat (normally closed)
detectors into alarm loops of the Type 2 is pre=ebit Appendix D.

Type 3: Heat Two-Threshold Alarm Loop
A loop of the Type 3 (Heat Two-Threshold) is inteddto involve fire heat (normally closed)
detectors. This loop is considered to be in onth@ffollowing states:

— Armed: The alarm loop is monitored, its resistabpegg normal;

— Disarmed (Disconnected): The alarm loop is not nooad;

— Arming Delay: The programmed Arming Delay has rettgxpired;

— Fire Prealarm: A single detector has actuated witte alarm loop;

— Fire 1 Alarm: The alarm loop enters this state if:
» Two detectors brought to a single alarm loop hagponded within 120 s; or
» Two different alarm loops from a single zone haveered the Fire Prealarm status
within120 s and the alarm loop which entered ttasesby first haven’t changed its state;

— Fire 2 Alarm: The alarm loop enters this state if:
» Two different alarm loops from a single zone hamtered the Fire 1 Alarm status within
120 s and the alarm loop which entered this stafedi haven’t changed its state;

— Short Circuit Failure: The resistance of the lo®pess than 2 K;

— Open Circuit Failure: The resistance of the loojm@e than 25 K;

— Arming Failed: An attempt to arm the loop has fibeecause the loop is activated.

The integration time for an alarm loop of the TyBeis defined in accordance with the
requirements mentioned in Section 4.1.3.

Table 4.2 matches current resistance values angspanding states of alarm loops of the
Type 3.

The wiring diagram for including fire heat (normaltlosed) detectors into alarm loops of the
Type 3 is presented in Appendix D.

13



Type 4: Intrusion Alarm Loop

A loop of the Type 4 (Intrusion) is intended to @hve intrusion detectors of any type, both
normally open and normally closed, and poweredeeitbver the loop or separately. This loop is
considered to be in one of the following states:

— Armed: The alarm loop is monitored, its resistabpegg normal;

Disarmed: The alarm loop is not monitored,;

Arming Delay: The programmed Arming Delay has nettgxpired,;

Intrusion Alarm: The alarm loop has been activated;

Arming Failed: An attempt to arm the loop has faikecause the loop is activated.

An Intrusion alarm loop is considered to be actdat its resistance goes out of the normal range
or jumps by more than 10% (provided that th@% Deviation Blocking parameter is set off).
Activation of an intrusion loop causes it to eritérusion Alarm status.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

Table 4.2 matches current resistance values angspmnding states of alarm loops of the
Type 4.

The wiring diagram for including intrusion deteconto alarm loops of the Type 4 is presented
in Appendix D.

Type 5: Intrusion Alarm Loop with Tamper Monitoring

A loop of the Type 5 (Intrusion with Tamper Monitay) is intended to involve a single normally
closed intrusion detector and the tamper switcthisf detector. This loop is considered to be in ohe
the following states:

— Armed: The alarm loop is monitored, its resistabpegg normal;

— Disarmed: The alarm loop is not monitored;

— Arming Delay: The programmed Arming Delay has rettgxpired;

— Intrusion Alarm: The alarm loop has been activated;

— Arming Failed: An attempt to arm the loop has fibkeecause the loop is activated,;

— Tamper Alarm: The alarm loop being disarmed, tiepier switch has tripped;

When the alarm loop is armed, any skip of the tasce value (by more than 10%), or actuation
of the detector (opening of its alarm contact), tamper switch actuation causes the loop to be
considered as being in the Intrusion Alarm staWféien the alarm loop is disarmed, tamper switch
actuation causes the alarm loop to be considerbdiag in the Tamper Alarm status.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value &&00-ms Integration Time

Table 4.2 matches current resistance values angspmnding states of alarm loops of the
Type 5.

The wiring diagram for including an intrusion detgcand its tamper switch into an alarm loop
of the Type 5 is presented in Appendix D.

Note: — Please take into account the following usinglanm loop of the Type 5.

If such alarm loop is disarmed when the detectaudint in the loop has been
responded, in addition to receiving the Disarmedssage you can receive some
additional messages: Tamper Alarm and Tamper Raktdhe last message being
received after 15 s since restoring the detectbesé& additional messages are due to
specific operation of the device of this versiomn aon’t show actual conditions of the
detector’s tamper switch.

So, you are not recommended to use the Type 5saescahen alarm loops are to be
supposed to be disarmed after a detector’'s resp@ifige entering into the protected
area).

If such alarm loop is disarmed before the detetrips, no additional message is sent.
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Type 6: Auxiliary Alarm Loop

Auxiliary alarm loops (loops of the Type 6) areeintled to monitor operability and conditions of
firefighting equipment as well as sensors and edics not related directly with fire or intrusiolaans.
Devices with dry contact (both normally closed ape&n) or open collector outputs can be includeal int
such alarm loop.

This loop is considered to be in one of the follogvstates:

— Auxiliary Loop Restored;

— Auxiliary Loop Alarm.

If the resistance of an alarm loop of the Type § been out of the normal range for more than
300 ms, then the alarm loop is considered to benAuxiliary Loop Alarm status. When the loop is
restored (that is, its resistance has been witbrmal range for more than Arming Delay seconds), th
loop is considered to be in the Auxiliary Restoséatus.

An auxiliary alarm loop isalways monitored; it cannot be blocked or disarmed. # #rming
command addressed to this loop is received, theabi) responds with a message about its current
status.

When a status of an Auxiliary alarm loop has chdrige Signal-10 transmits a relevant message
to the network controller. The events related toiary alarm loops are not stored in the Signal-10
non-volatile memory. Thus, if a status of an Awi alarm loop has changed several times during
communication loss, after communication’s havingtaeed the network controller receives either a
single last message or no message if the curranissof the loop is just like as the last transditt
status.

If an Auxiliary alarm loop is related to a Signd-Xelay output, then its activation locks
switching the relay in accordance with executivegoams ##1 — 8 (general-purpose), #11 (ASPT), #2
(Siren), #33 (ASPT-1), #34 (ASPT-A), #35 (ASPT-A#)0 - #53 (Switch On / Off, Blink for a Time
upon Fire 2 Alarm), see Table 4.4. This functiayals suitable, for example, to lock automatic
actuation of gas firefighting installations whedaor in protected premises is open.

Table 4.2 matches current resistance values angspmnding states of alarm loops of the
Type 6.

All normally closed and normally open detectors atiter devices with dry contact outputs are
included into Auxiliary alarm loops similarly toahhow intrusion detectors are included to alarap$o
of the Type 4 (See Appendix D).

Type 7: Entrance Alarm Loop

A loop of the Type 7 (Entrance) is intended to imeoany intrusion detectors, both normally
open and normally closed, and powered either dwetdop or separately. This loop is consideredeto b
in one of the following states:

— Armed: The alarm loop is monitored, its resistanegg normal;

— Disarmed: The alarm loop is not monitored;

— Arming Delay: The programmed Arming Delay has rettgxpired;

— Entrance Alarm: The alarm loop has been activated;

— Intrusion Alarm: Since activation of the alarm lothg time of giverAlarm Delay has been

expired,;

— Arming Failed: An attempt to arm the loop has fibeecause the loop is activated.

An Entrance alarm loop is operated similarly tolatmusion alarm loop, except for this loop
switches to the Entrance Alarm status immediatéisr ats activation. Then, if this alarm loop istno
disarmed or armed until thelarm Delay has been expired, the loop switches to the Irdgrugilarm
status.

While the alarm loop is being in the Entrance Alastatus, no relay controlled in accordance
with one of the general-purposed executive progr@ths- #8) or Siren program (# 12) is activated.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.
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Table 4.2 matches current resistance values angspanding states of alarm loops of the
Type 7.

Intrusion detectors are connected into an alarnp lobthe Type 7 similarly to connecting of
intrusion alarm detectors into the alarm loopshef Type 4 (see Appendix D).

Type 11: Panic Alarm Loop

All kinds of normally closed and normally open pabuttons, pedals and so on can be brought
into a Panic alarm loop (Type 11). This loop issidered to be in one of the following states:

— Armed: The alarm loop is monitored, its resistanegg normal;

Disarmed: The alarm loop is not monitored,;

Arming Delay: The programmed Arming Delay has nettgxpired,;

Panic Alarm (Attack): An activation of the alarnofmhas been detected,;

Arming Failed: An attempt to arm the loop has faikecause the loop is activated.

A Panic alarm loop is operated similarly to anuston alarm loop, except for this loop switches
to the Panic Alarm status after it is activated.

The Panic Alarm status is indicated only by thevaht Signal-10 LEDs and can initiate only
that related relay which is programmed to openatadcordance with Alarm Output 1 (#10) or Alarm
Output 2 (#16) executive program (the relay costdming opened). The internal sounder of the
Signal-10 is not activated upon Panic Alarm.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

Table 4.2 matches current resistance values angspmnding states of alarm loops of the
Type 11.

Panic buttons are connected into an alarm loop@fTllype 11 similarly to connecting intrusion
alarm detectors into alarm loops of the Type 4 fggeendix D).

Type 12: Programmable Auxiliary Alarm Loop

This type of loop monitoring methods can be usedmonitor the conditions of various
equipment and detectors, including those whichnaterelated directly with fire and intrusion alarms
Any detectors or devices with dry contact or opelhector outputs can be included into an alarm lobp
the Type 12.

A Programmable Auxiliary alarm loop can be in ordive different states which match each to
its own resistance range. These states and resmstatues matched with them are user programmable.
Accordingly, if a device can be in one of someatignt conditions and has several output contduts, t
device can be monitored by means of a single alaop. In such case the output contact of the device
must be included into the alarm loop along witHet#nt additional or shunt resistors. By such amean
the loop can be also monitored for short and opéuarés.

Sound and light indication of the Signal-10 as vaslithe way this loop impacts on a related relay
(that is, the executive program assigned with #lay) are defined by the states this loop can reach
Switching between states of a Programmable Auyil@arm loop is defined only by changing its
resistance and is not affected by any other loom@rmpaters or network controller commands. The
integration time for switching between states isggally equal to 300 ms. But if an alarm loop o th
Type 12 has entered such status as Armed, Disarmedliary Loop Restored, or any other “...
Restored”, the integration time for this statuedsial to a programme&trming Delay value.

A Programmable Auxiliary alarm loop #waysmonitored and cannot be blocked or disarmed. If
the arming command addressed to this loop is redethe Signal-10 responds with a message about its
current status.

When the states of alarm loops of the Types 1Zlamaged the Signal-10 transmits the network
controller relevant messages. The events due tgr&ronable Auxiliary alarm loops are not stored in
the nonvolatile memory of the Signal-10 similadygvents for loops of the Type 6.
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Type 14: Fire Threshold Addressable Alarm Loop

The Signal-10 provides operating of alarm loopstied Type 14 with Bolid manufactured
threshold addressable detectors and call pointisreshold addressable mode. Refer to Section #1.5
get more information about this type of alarm laops

Type 16: Fire Manual Alarm Loop

Normally closed and normally open conventional galints can be brought into a Fire Manual
alarm loop (Type 16). This loop is considered tarbene of the following states:

— Armed: The alarm loop is monitored, its resistanegg normal;

— Disarmed (Disconnected): The alarm loop is not rtooad;

— Arming Delay: The programmed Arming Delay has rettgxpired;

— Fire 2 Alarm: A call point has been activated,

— Short Circuit: The resistance of the alarm loopakw 100Q;

— Open Circuit: The resistance of the alarm loop agarthan 16 K;

— Arming Failed: An attempt to arm the loop has fibecause the loop is activated.

The alarm integration time for an alarm loop of Thge 16 is to be defined in accordance with
the requirements of Section 4.1.3.

Table 4.2 matches resistance values of alarm latpstheir states.

The wiring diagram for including normally open cpbints into an alarm loop of the Type 16 is
similar to the wiring diagram for smoke detectdre(Type 1) presented in Appendix D. For dry cantac
output detectors Ra = 1.5 K.

The wiring diagram for including normally closedlgaoints into an alarm loop of the Type 16 is
similar to the wiring diagram for heat detectotse(fType 3) presented in Appendix D. For dry contact
output detectors Rsh = 4.7 K.

The Arming Delay (Exit Delay) parameter defines the time (in sendtarting from the
moment of the receiving the arming command, afi@p®eng of which the Signal-10 will really attempt
to arm the alarm loop. Non-zero Arming Delay valaes typically used foEntranceAlarm Loops (of
the Type 7). Moreover, if one of the Signal-10 a$ps required to be activated before arming amal
loop, for example, to unset power of 4-wire detectoy means of the ‘Switch On for a Time before
Arming’ executive program, this alarm loop mustigatory have non-zero Arming Delay.

TheAlarm Delay parameter in case of Entrance alarm loop (Typeptesents the time which is
to expire for the device to switch from the Entmamdarm status to the Intrusion Alarm status (flsat
the Entry Delay). Its value is selected by such tiay it will be sufficient for a user to disarmethlarm
loop after its activation (after entering the prees) without generating an alarm.

If when an alarm loop is being arming its resistaig below a normal value, for example, an
included smoke fire detector has actuated, theabit automatically unsets the loop, that de-ezesyi
it for 3 s.Input Analysis Delay for an alarm loop of any type is a pause whictoigxpire since the
power has been restored and until the loop comduitl be analyzed. This delay enables includingin
alarm loops the detectors with a high worm-up tifoe high damping time). If such detectors are
included into an alarm loop, it is necessary togpam Input Analysis Delay for this alarm loop with
some more value than the maximum worm-up time. mi@mum hardware delay value is 1 s. This
value can be increased up to 63 s.

The Never Disarm parameter disables disarming the alarm loop bywaay. Typically, this
parameter is set on for fire and intrusion alaropkto avoid its accidental disarming.

Auto Rearming After Failing causes the Signal-10 to automatically arm tharalaop which
failed to be armed as soon as its resistance lasibeorm within 1 s.

Auto Rearming After Alarm causes the Signal-10 to automatically switch thenaloop from
such conditions as Intrusion Alarm and Panic Aldarthe Armed status as soon as the alarm loop
resistance is normal within the time equal to b%es Alarm Delay in seconds.
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Table 4.2. Alarm Loop Resistances for Different Alarm Loop States

Input Type Alarm Loop State
(t'\j\:(r)eo'?lrzr;e Fire Pre-alarm
Short Circuit (a smoke detector Norm Open Circuit
smoke detectors has responded)
Type 1: Smoke have responded) P
Two-Threshold
150Qto1.56 K* [ 1.1 K*to 1.8K
Less than 100 Q 22Kto5.4K More than 6.6 K
* Depends on the loop load current
F|re_ Prealarm / Fire Prealarm /
- Fi Fire Alarm Fire Alarm
Type 2 Fire Short Circuit (a smoke Norm Open Circuit
Combined detector has (a heat detector
Single- responded) has responded)
Threshold
Lessthan 100 Q | 150 Qto 1.8 K 22Kt054K 6.6 Kto 144K More than 16 K
Fire Prealarm (tvl\jtl)rz::jlar;n;re
Type 3: Short Circuit Norm ﬁz:erz';dsaed(;tg)r heat detectors Open Circuit
Heat Two- P have responded)
Threshold
Lessthan 1.8 K | 2.2Kto5.4K 6.6 Kto 11 K 12.5Kto 225K | More than 25 K
Norm Intrusion Alarm
Type 4:
Intrusion 22K 1010 K Less than 1.8 K, or more than 12 K, or has jumped by
more than 10 %
Norm Intrusion Alarm Tamper Alarm
Type 5:
Intrusion with Less than 1.8 K, 6.6 Kto 9.0 K, or less than 100 Q, or more than 20 K
Tamper 22Kto54K or more than (if the loop is in Disarmed, or Arming Delay,
Monitoring 6.6 K (if armed) or Arming Failed states)
Type 6: Norm of Auxiliary alarm loop Auxiliary Loop Alarm
Auxiliary 22Kt05.4K Less than 1.8 K or more than 6.6 K
Norm Entrance / Intrusion Alarm
Type 7:
Entrance 22K 10 5.4 K Less thqn 1.8 K, or more than 6.6 K,
or has jumped by more than 10 %
Type 11: Norm - Panic Alarm (Attac:) —
Panic 22K t05.4 K Lesst gn 1.8 K, or more than 6.6 K,
or has jumped by more than 10 %
Status 1* Status 2* Status 3* Status 4* Status 5*
Type 12:
P)rlggrammable Less than R1* | From R1* to R2* | From R2* to R3* | From R3* to R4* More than R4*
Auxiliary * Alarm loop states and threshold loop resistance values are user programmable
(see Section 5.4.2)
Type 16: Short Circuit Fire 2 Norm Fire 2 Open Circuit
Fire Manual Lessthan 100Q | 150 Qto1.8K | 22Kt054K | 6.6Kto14.4K | More than 16 K
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Disarmed Input Monitoring causes the Signal-10 to monitor the alarm loom ats the
Disarmed status. If the resistance of the loopisnal, the Signal-10 transmits the network congrod
READY TO ARM message, otherwise, if the loop ishated, a NOT READY TO ARM message is
transmitted. The integration time for activation afdisarmed loop 300 ms, while to consider the
disarmed loop as being in norm the integration tisnequal to thélarm Delay value.

The Relay 1...4 Control parameters relates alarm loops to required relatputs of the
Signal-10. If states of an alarm loop must effectconditions of one or several outputs, the relevan
parameter for the alarm loop must be set on.

If an output of the Signal-10 must be activateddipote commands of a network controller (that
is, in case of centralized control), then the ratévwcontrol parameter for this output must be $etoo
all the alarm loops of the Signal-10.

If changing of alarm loop state must lead to switghof any relay output in accordance with an
assigned executive program, switching will be detafor a time given for the loop byRelay 1...4
Activation Delay. For some particular executive programs such @sathp, 10 @Alarm Outpu}, 13
(Fire Outpu), 14 (Trouble Output, 15 Fire Lamp, and 16 Alarm Output 2 Relay Activation Delayis
ignored and the relay output is switched immedyadfier changing loop status.

Fire Input Requery Prohibition, being set on, disables the function of the regzbgtiery of the
conditions of the alarm loops of Types 1 and 2raitdetector within the loop has actuated. ThusSird
Input Requery Prohibition is set on, actuating osiagle fire detector within the alarm loop will
immediately switch the loop to the Fire Prealaratist.

The 300-ms Integration Time parameter enables setting the integration timenftousion alarm
loops (of the Types 4, 5, 7, and 11). The value™@mresponds to the integration time equal to BG0)
while the “Off” one corresponds to that equal ton7€. In order to decrease false alarms the integrat
time of 70 ms must be selected only if it is stigngecessary.

10% Deviation Blocking disables intrusion alarm loop’s analysis in casgharp distinctions of
loop resistance (more than by 10% from a steadgetealue) not skipping out of the normal ranges It
advisable to set this parameter on for such alaopd which involve detectors producing high voltage
ripples in the alarm loop.

4.1.3. Short-time activations of alarm loops during whitte Signal-10 doesn’'t enter alarm
modes (except for threshold-addressable alarm lobghge Type 14) can last:

— Up to 50 ms for an intrusion alarm loop if 300-mgehration Time is set off for this loop;

- Up to 250 ms for other alarm loops and that intmsalarm loops for which 300-ms

Integration Time is on.

Time of activations of alarm loops which are coes@dl as alarms are:

— 70 ms and more for an intrusion alarm loop if 30€4ntegration Time is set off for this loop;

— 300 ms and more for an intrusion alarm loop ormaldoop of the Type 12 if 300-ms

Integration Time is set on for this loop.

For alarm loops of the Types 1, 2, 3 the time divation of the alarm loop which causes the
Signal-10 to enter the Alarm status can be from &80 3 s depending on transient processes within
the loop. If high capacity detectors are includatbithe alarm loop, the Alarm Integration Time
increases inversely to transient process rate.niinénum loop voltage change rate corresponding to
maximum Alarm Integration Time is 0.5 V/s.

4.1.4. The Signal-10 provides powering two-wire currentaming intrusion and fire detectors
over the alarm loops.

The number of the detectors to be brought intanglsialarm loop of the Signal-10 is estimated
by formula:

N =Im/i, where:

N stands for the number of the detectors in an alaom;
Im stands for the maximum load current;
Im = 3 mA for alarm loops of Types 1, 4, 6, 7, 12,and Im = 1.2 mA for alarm loops of Type 2;
i stands for the current in mA consumed by a det@ctquiescent mode.
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If an alarm loop of the Type 1 (fire smoke) is iseufire detectors must keep their operability
upon lowering the voltage until 12 V.

4.1.5. The Signal-10 supports operating with the followfing threshold addressable detectors:

— DIP-34PA smoke detectors;

— S2000-IP-PA heat detectors;

- IPR 513-3PA manual call points.

While connecting the above mentioned detectors,réfevant input of the Signal-10 shall be
configured with the Type 14, Fire Threshold Addedds Alarm Loop and the numbers of connected
detector and call points (1...10) shall be speciféegdingle input of the Signal-10 can be connecté&t w
up to 10 addressable detectors, each being abdspond with its current status to the Signal-Hlest.
The Signal-10 periodically polls connected addrelesdetectors and call points providing monitoring
their operability and detecting failures and alarmsesponse time of each detector doesn’t excfed 1

The Signal-10 recognizes the following messageslitons of the addressable detectors and call
points:

- OK;

— Dusty, Service Required;

— Trouble;

— Fire Alarm;

— Manual Fire Alarm;

- Test;

— Isolated.

Each threshold addressable detector or call posiuded into an alarm loop of the Type 14 is
considered as an additional virtual input of thgn@i-10. The digital number of a virtual input srhed
by the following way:

— Numbers 20-29 relate to detectors connected tofhe 1;

— Numbers 30-39 relate to detectors connected tomfhe 2;

— Numbers 40-49 relate to detectors connected tonthe 3;

— Numbers 50-59 relate to detectors connected tomfhé 4;

— Numbers 60-69 relate to detectors connected tothe 5;

— Numbers 70-79 relate to detectors connected tomfhé 6;

— Numbers 80-89 relate to detectors connected tofhe 7;

— Numbers 90-99 relate to detectors connected tomfhé 8;

— Numbers 100-109 relate to detectors connectedetnfiut 9;

— Numbers 110-119 relate to detectors connectecetnfiut 10.

Each additional virtual input can be disarmed (disd) or armed with the help of a remote
command of the network controller.

Arming or disarming a physical input (a fire threkh addressable alarm loop) automatically
results in arming or disarming of all addressaletecdtors connected to this input.

The inputs can be combined to zones.

A current condition of an input (alarm loop of thgpe 14) is formed as a generalized condition
of all the threshold addressable detectors andpoaiks connected into the loop. If the input bg®io a
zone then to form the Fire 2 Alarm conditions dilé tconditions of all the inputs (fire threshold
addressable alarm loops) of the zone are considecdidwing are all possible generalized conditiohs
an input (threshold addressable loop) in the oddigriority of conditions of the threshold addrdssa
detectors and call points:

— Fire 2 Alarm: At least one addressable call pannithe Manual Fire Alarm status or two or

more detectors connected to the same input or e¢wdbinto the same zone enter the Fire
Alarm status for the time 120 seconds maximum;

— Fire 1 Alarm: At least one addressable detector iee Fire Alarm status;

— Disconnected: At least one addressable detectoitie Isolated status;

— Trouble: At least one addressable detector isanTttouble status;
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— Arming Failed: At the moment of arming, at lease @ddressable detector in the loop was in
a state other than OK;

— Dusty Sensor, Service Required: At least one addbds detector is in the Dusty status;

— Disarmed: At least one addressable detector wittéralarm loop has been disarmed, all other

detectors of the loop being armed,;

— Armed: All addressable detectors and call poings@iK and armed.

If the Signal-10 has not received a response fromaddressable detector within 10 s it assigns
Isolatedstatus to this virtual input. In such case thecfiom of breaking the loop to remove the detector
from its mounting base can be avoided and all otletectors in the loop keep their operability. No
termination resistor is included into a fire threhaddressable alarm loop. The loop can be of any
topology such as a bus, a ring, a star, or anyidhybpology.

While programming the Signal-10, it is necessargpecify in advance the addresses of those
detectors which will be included into this threshalddressable alarm loop. It is implemented by the
Connected Addressable Devices parameter settingatifhing of a detector number to a particulamalar
loop is missed, then this detector is not consil@rieen a generalized status of the alarm loopriadd
and is not affected by arming/disarming commandsewhe loop is armed / disarmed.

The following configuration parameters have nocften alarm loops on the Type 14:
— Alarm Delay;

— Arming Delay;

— Input Analysis Delay;

— Never Disarm;

— Auto Rearming After Failing;

— Auto Rearming After Alarm,;

— Disarmed Input Monitoring;

— Fire Input Requery Prohibition;
— 300-ms Integration Time;

— 10% Deviation Blocking.
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4.2.Outputs
Table 4.3 shows programmable parameters of theaBighoutputs.

Table 4.3. Configuration Parameters of Outputs

Parameter Description Value

Defines the initial relay on/off condition and the
way the output will be controlled depending on

Control Program the status of the alarm loops related with this 1..37,50...53
output
Relay Activation Defines_ the time interv_al for Which the relay will Osto 8192_ S
Time be switched on/off if the assigned control (up to 2 hours 16 minutes 32 s)
program implies the limited activation time in increments of 0.125 s
Enables/disables sending events when the relay
Relay ON / OFF state has changed. These events can be on / Off

Events indicated by external indicator modules and
registered in the system log

1 — Without Monitoring;
Defines tactics to monitor external circuits of the | 2 — Open Failure;

outputs SRN (the relay 3) and LMP (the relay 4) | 3 — Short Failure;

4 — Open and Short Failure

Monitor For

The Signal-10 outputs ALR1, ALR2, SRN, and LMP &&ncontrolled in two ways:

— Locally in accordance with an assigned control paog depending on statuses of related

alarm loops (see below);

— Remotely (centrally) by network controller commands

To control an output automatically depending onditbons of the related alarm loop/loops the
output shall be associated with the relevant alenop/loops via the configuration parameté&tslay
1...4 Control. Also for each of the outputs the parametBeday Activation Delay and Relay
Activation Time shall be defined and@ontrol Program shall be selected.

A Control Program defines the method the relay output will be cdigtbdepending on current
status of the alarm loops related with the relapou(local control) and the initial condition dfe relay
after powering-on the Signal-10. Table 4.4 deseribk available control programs for the Signal-10
outputs.

A Relay Activation Time gives the time interval the relay will be activater (switched on or
off) if the assigned executive program implies lin@ted activation time. The maximum time interval
the relay can be activated for is 65535 interval3.525 s each (8192 s or 2 hours and 16 minutés8an
seconds).

For all the control programs except #9, #10, #1131, #15, #16 (see Table 4.4), switching the
relay output on (off) upon the alarm loop statuargiing can be delayed for the time given by the
relevantRelay Activation Delay value for each the alarm loop. Therefore, a reayput can be
activated at different times depending on the paldr alarm loop which status changing switches the
relay and the Relay Activation Delay value spedifier this loop.

For control programs #1 — #8, #50 — #53 (genergbgae programs), #11 (ASPT), #12 (Siren),
#33 (ASPT-1), #34 (ASPT-A), #35 (ASPT-A1) breakenrg Auxiliary alarm loop (of the Type 6) related
with an output disables switching this output dnupon recovering of the Auxiliary alarm loop the
conditions for switching the relay on due to othéarm loops remain in force then for the executive
programs with unlimited activation time (#1, #2,, #%) as well as programs #11 (ASPT) and #33
(ASPT-1) the relay output will be switched on agdiat for the executive programs #3, #4, #7, #&, #1
#34, #35 the output will NOT be switched on. ThHugaking of an Auxiliary alarm loop stops execution
of the general purpose programs with unlimitedvation time as well as the progralASPT and
ASPT-1 and cancels execution of the general purposeamgwith a restricted activation time as well
as programs§iren ASPT-AASPT-Al
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If in a Signal-10 configuration a relay output étated to an alarm loop status then remote control
commands of the network controller over RS-485rfatee will be ignoredLocal control of relay
outputs is more significant than centralized cohtro

To enable centralized control for a Signal-10 relatput:

— In alarm loop settings, break an association batwbe output and any alarm loop of the
Signal-10 (that is, thRelay ... Control parameters for this output must be set OFF faihall
alarm loops of the Signal-10);

— In output settings, assign this relay output to @optrol Program with a suitable initial relay
on/off condition;

— In the network controller database, assign thewiwjith relevant Orion system partitions and
give a required executive program along with a pr@gztivation time and activation delay.

The Monitor For parameter defines for outputs SRN and LMP theimidtroubles of external
load circuits connected to these outputs which Wwél monitored during Signal-10 operating. The
failures such as open circuit failures, short dtr€ailures, or both open and short failures arenitoved
without regard to whether the relay output is shett on or off. States of the monitored circuits are
shown in Table 4.5.

The Relay ON/OFF Eventsparameter can be set on individually for eachyrelatput. If the
parameter is set on then any change in output tondvith the current state of the output is trarttaed
to the network controller.

Table 4.4. Programs to Control Outputs

No. Program Description Initial Condition
0 Remote Control The relay is controlled only remotely Off
. The relay is switched on if there is an Intrusion Alarm or
1 Switch On Fire 1 Alarm (Fire 2 Alarm) off
. The relay is switched off if there is an Intrusion Alarm or
2 Switch Off Fire 1 Alarm (Fire 2 Alarm) on
. . The relay is switched on for a specified time if there is
3 Switch On for a Time an Intrusion Alarm or Fire 1 Alarm (Fire 2 Alarm) off
. . The relay is switched off for a specified time if there is
4 Switch Off for a Time an Intrusion Alarm or Fire 1 Alarm (Fire 2 Alarm) on
5 Blink (Off Is Initial The relay is switched on/off once per second if there is Off
Position) an Intrusion Alarm or Fire 1 Alarm (Fire 2 Alarm)
6 Blink (On Is Initial The relay is switched on/off once per second if there is on
Position) an Intrusion Alarm or Fire 1 Alarm (Fire 2 Alarm)
Blink for a Time The relay is switched on/off once per second for a
7 specified time if there is an Intrusion Alarm or Fire 1 Off

(Off Is Initial Position) Alarm (Fire 2 Alarm)

. . The relay is switched on/off once per second for a

Blink for a Time e . . .
8 (On Is Initial Position) specified time if there is an Intrusion Alarm or Fire 1 On
Alarm (Fire 2 Alarm)

In case of a Fire 1 Alarm (Fire 2 Alarm) the relay is
switched on/off alternately twice per second

In case of a Fire Prealarm the relay is switched on for a
short time every second

In case of an Intrusion Alarm, or Entrance Alarm, or
o] Lamp Arming Failed the relay is switches on/off alternately *
once per second

In case of a Trouble the relay is switched on for a short
time once per two seconds

If an alarm loop is armed the relay is switched on
If all alarm loops are disarmed the relay is switched off
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No.

Program

Description

Initial Condition

10

Alarm Output 1

If all the alarm loops related with the relay are armed
then the relay is switched on, otherwise the relay is
switched off

11

ASPT

The relay is switched on for a given time if two or more
alarm loops related with the relay have Fire 1 Alarm
status or there are alarm loops in Fire 2 Alarm status
and there are no Auxiliary loops broken. The broken
Auxiliary loop will block switching on. If the Auxiliary
loop is broken while the Relay Activation Delay has not
yet expired then, after recovering of the loop, the relay
output will be switched on for a specified time. (That is,
breaking of the Auxiliary loop temporary blocks
counting of activation delay.)

off

12

Siren

In case of a Fire 1 Alarm (Fire 2 Alarm) the relay is
switched on/off for a specified time in mode ‘On for 1.5s
and Off for .5s’

In case of a Fire Prealarm the relay is switched on/off
for a specified time in mode ‘On for .5s and Off for 1.5s’

In case of an Intrusion Alarm the relay is switched on
for a specified time

Otherwise the relay is off

Off

13

Fire Output

If the related loop has Fire 1 Alarm (Fire 2 Alarm) or
Fire Prealarm status then the relay is switched on, else
the relay is switched off (open)

14

Fault Output

If there are related alarm loops having Trouble, Arming
Failed, or Disarmed status, the relay is switched off.
Otherwise the relay is switched on

15

Fire Lamp

In case of a Fire 1 Alarm (Fire 2 Alarm) the relay is
switched on/off twice per second in mode ‘On for .25s
and Off for .25s’;

In case of a Fire Prealarm the relay is switched on/off
once per second in mode ‘On for .25s and Off for .75s’;
In case of an Intrusion Alarm, Entrance Alarm, or
Arming Failed the relay is switched on/off once per
second (On for 0.5 s and Off for 0.5 s);

In case of a Trouble the relay is switched on/off once
per 2 seconds in mode ‘On for .25s and Off for 1.75s’;
If all the alarm loops related with the relay are armed
the relay is switched on;

Otherwise, the relay is switched off

16

Alarm Output 2

If all the alarm loops related to the relay are armed or
disarmed (that is, there is neither Intrusion Alarm, nor
Panic Alarm, nor Entrance Alarm, nor Fire 1 Alarm (Fire
2 Alarm), nor Trouble, nor Arming Failed condition) the
relay is switched on, otherwise the relay is switches off

17

Switch On for a Time
before Arming

If the related alarm loop is being armed (the Arming
Delay has not yet expired) the relay is switched on for a
given time

off

18

Switch Off for a Time
before Arming

If the related alarm loop is being armed (the Arming
Delay has not yet expired) the relay is switched off for a
given time

On

19

Switch On for a Time
upon Arming

If any related alarm loop has just been armed the relay
is switched on for a given time

Off

20

Switch Off for a Time
upon Arming

If any related alarm loop has just been armed the relay
is switched off for a given time

On
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No. Program Description Initial Condition
21 Switch On for a Time  |[If any related alarm loop has just been disarmed the Off
upon Disarming relay is switched on for a given time
29 Switch Off for a Time  |[If any related alarm loop has just been disarmed the 0
upon Disarming relay is switched off for a given time n
Switch On for a Time if |If arming of any related alarm loop has just failed the
23 . . . . . . Off
Arming Failed relay is switched on for a given time
Switch Off for a Time if |If arming of any related alarm loop has just failed the
24 . . . . : . On
Arming Failed relay is switched off for a given time
25 Switch On for a Time upon | If there is an Auxiliary Alarm the relay is switched on for off
Aucxiliary Alarm a given time
26 Switch Off for a Time upon|If there is an Auxiliary Alarm the relay is switched off for on
Auxiliary Alarm a given time
Switch On If at least one related loop is disarmed the relay is
27 . . . Off
upon Disarming switched on
Switch Off If at least one related loop is disarmed the relay is
28 . . . On
upon Disarming switched off
Switch On If at least one related loop is armed the relay is
29 . . Off
upon Arming switched on
Switch Off If at least one related loop is armed the relay is
30 . . On
upon Arming switched off
31 SWIt.C.h on In case of an Auxiliary Alarm the relay is switched on Off
upon Auxiliary Alarm
32 SWIt(.:.h ot In case of an Auxiliary Alarm the relay is switched off On
upon Auxiliary Alarm
The relay is switched on for a specified time if the alarm
loop has got Fire 1 Alarm (Fire 2 Alarm) status and
there are no responded Auxiliary alarm loops. If an
33 ASPT-1 Auxiliary alarm loop |§ activated before Relay Actlvatlon off
Delay has not yet expired then, when the loop is
recovered, the relay output will be switched on for a
specified time. (That is, activation of the Auxiliary loop
temporary blocks counting of the activation delay.)
The relay is switched on for a specified time if two or
more alarm loops related with the output have got Fire
1 Alarm status or there are alarm loops in Fire 2 Alarm
34 ASPT-A status and there are no responded Auxiliary alarm Off
loops. A broken Auxiliary loop cancels activation of the
relay, that is, the Auxiliary loop being recovered, the
output will NOT be switched on
The relay is switched on for a specified time if the alarm
loop has got Fire 1 Alarm (Fire 2 Alarm) status and
35 ASPT-AL ther.e. are no responded Auxn.lary alarm loops. A proken off
Auxiliary loop cancels activation of the relay, that is, the
Auxiliary loop being recovered, the output will NOT be
switched on
Switch On If If the alarm loop has got the High Temperature **
36 . . Off
Temperature Increased |status the relay is switched on
Switch On If If the alarm loop has got the Low Temperature ** status
37 Temperature . . Off
the relay is switched on
Decreased
50 Switch O.n fora Time Switch on for a given time in case of a Fire 2 Alarm Off
upon Fire 2 Alarm
51 Switch Off for a Time Switch off for a given time in case of a Fire 2 Alarm On

upon Fire 2 Alarm
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No. Program Description Initial Condition

Blink for a Time .
50 (Off Is Initial Position) Sw!tch o_n an_d off alternate_ly (0.5 s on and 0.5 s off) for Off
. a given time in case of a Fire 2 Alarm
upon Fire 2 Alarm
Blink for a Time .
. - Switch on and off alternately (0.5 s on and 0.5 s off) for
53 (On Is Initial Position) : S . On
. a given time in case of a Fire 2 Alarm
upon Fire 2 Alarm
NOTES:

* The relay performance is defined by conditions of the group of related alarm loops;
** Only that alarm loop which is programmed with the Type 12 (Auxiliary Programmable) can enter the
High Temperature or Low Temperature condition

Table 4.5. Output Circuit Conditions Depending on Effective Loading Resistance
OK Open Circuit Short Circuit

Output is on | Output is off Output is on Output is off Output is on Output is off

More than 12 K
(supply voltage 12 V)
More than 25 K
(supply voltage 24V)

26 Qto 10 K More than 10 K | Less than 24 Q | Less than 24 Q

4.3.Signal-10 Parameters

The configuration parameters of the Signal-10 defia specific operation features and give its
network settings while working as part of an Ors&turity system.

The configuration parameters of the Signal-10 hoavé in Table 4.6.

Table 4.6. Configuration Parameters of the Unit

Parameter Description Value Range
1 2 3
Defines the condition upon which the device will switch to
Both Power Inputs . . i
o the Power Failure mode: upon a both power inputs failure On / Off
Monitoring . . .
or upon a single input failure
Provides indicating fire alarm loop states in accordance
ENS4 with EN54-2 standard requirements On 7 Off
Sound Signaling Enables / disables sound signaling of the unit On / Off
Network Address D_eflnes the network address of the unit within a RS-485 1. 127
highway
Defines the admissible delay for the unit to respond to a From 1.5 ms to 500 ms
Response Pause .
network controller request incremented by 0.125 ms

4.3.1. The parameteBoth Power Inputs Monitoring defines the conditions for the Signal-10
to switch to the Power Failure mode: upon a poagure of a single input or both power inputs.

If Both Power Inputs Monitoring is set on, the Saga0 switches to the Power Failure mode
when power input voltage has dropped below 10 ¥rgtsingle power input. The Signal-10 will come
back to the Operation mode when the voltage has dleeve 11 V at both power inputs.

If Both Power Inputs Monitoring parameter is sdft tiie Signal-10 keeps the Operation mode
still the power voltage exceeds 10 V at least single power input and switches to the Power Failur
mode if the power voltage has dropped below thigerarhe Signal-10 returns to the Operation mode
when the power voltage of at least one power ihpstreached to 11 V.
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4.3.2. TheEN54 parameter defines the way for fire alarm looptlef Types 1, 2, 3, 14) states to
be displayed by the relevant unit indicators. K farameter is set off, displaying such main stasges
Armed, Disarmed, Arming Failed and so on for fitera loops is similarly to that for intrusion alarm
loops.

If the EN54 parameter is set on, states of firenal@ops are displayed by the following way:

— To display the Armed status the related LED is off;

— To display the Disarmed status the related LED sheolid amber light;

— To display the Arming Failed status the related LfieEl3hes with amber;

— To display alarm states such as Fire Signal, FiealBrm, Fire 1 Alarm, Fire 2 Alarm the

related LED flashes with red.

Refer to Table 5.4 to get more information aboutgyenance of the alarm loop indicators.

4.3.3. The Sound Signalingparameter provides enabling and disabling sougiating of the
Signal-10.

4.3.4. TheNetwork Address parameter is intended for unique identificatiortted Signal-10 as
a specific part of an Orion system. The Signalfra@3mits messages from and receives network address
commands to the address defined by this paramigterNetwork Address value must be unique for each
device connected to an Orion network controller.

4.3.5. Setting theResponse Pausparameter provides using the device within a sysigth a
sophisticated network topology where long layoven be, for example, while converting RS-485 data
into other interfaces intended for transmissionrdeeal area networks, fiber optic channels, onaad
channels.

4.3.6. Current values of Network Address and ResponseePears be reset to factory (default)
values by pressing the device tamper switch wisipecial way: long-long—long—short. ‘Long pressing’
means pressing and holding the tamper switch ptleggemore than 1.5 s, while ‘short’ one means
pressing and holding the tamper switch pressedhtime between 0.1 s to 0.5 s. The pause between
pressings must last from 0.1 sto 0.5 s.

To program the Signal-10 for operation within agfe installation and make the best use of its
functions, any parameter of the Signal-10, its tepand outputs can be changed. To do so, UProg
configuration Tool is used.

4.4.Electronic Keys

The Signal-10 provides reading, registering, detetind changing parameters of the following
types of electronic keys (credentials) or ID nunsber

— Master Keys;

— User Keys.

The codes of credentials are read automaticallynvehectronic keys touch the external reader.

4.4.1. Each User Key provides combining some alarm loops $ingle group and operates this
group (arms and disarms them) as a whole. The Kisgican have the following rights to operate each
alarm loop in the group:

— Right to arm and disarm;

— Right only to disarm (arming is prohibited);

— Right only to arm (disarming is prohibited).

The combination of rights assigned to a key foheaglarm loop is calledey Status

The maximum number of the keys which can be stordide unit’s non-volatile memory is 85.

4.4.2. A Master Key is used by a person who maintainsaahdsts facilities. After identification
of a Master Key the following operations are avaddor it:

— Adding new User Keys;

— Changing authorities of the existing User Keys.

A Master Key cannot arm or disarm alarm loops ahdnge configuration parameters of the
Signal-10.

Procedures of programming the keys are describ&egdation 5.6.
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4.5.Operation Modes of the Signal-10

The Signal-10 provides operation in the followingdes:

— Pre-Operation;

— Operation;

— Power Failure;

— Output Circuit Failure;

— Master Key Programming;

— User Key Programming;

— Indication Test;

- Self-Diagnostic;

— Device Failure.

Performance of READY LED for various operation med# the Signal-10 can be shown in
Table 4.7.

4.5.1. The Signal-10 proceeds from de-energized statbad”te-Operation mode when power
has been applied to its input power terminals. @oeation of the Pre-Operation mode meets the
requirements of Section 1.10.

4.5.2. On termination of the Pre-Operation mode the SidBalenters the Operation mode
performing its main functions such as monitoring amalysis of alarm loop conditions, controlling th
relays and internal light and sound alarms, compatimg data with the network controller.

The device confirms its having switched to the @en mode by playing a melody.

4.5.3. When supply voltage drops below 10 V at one or hmdtver inputs, the unit proceeds
from the Operation mode to the Power Failure m@#® Section 4.3.1). In this mode the Signal-10
continues performing its main functions but issuesning signals about the trouble by READY LED
light indication and built-in sounder’s beeping.

If supply voltage drops below 9 V at both powerutgy the unit switches off.

If supply voltage increases up to 11V at any powput or both power inputs (see Section 4.3.1),
the unit automatically switches from the Power l&lmode to the Operation mode and generates a
POWER RESTORE message.

4.5.4. When a short circuit or an open circuit occurs leemv external executive devices and
LMP or SRN outputs the device switches to the Ougphrcuit Failure Mode.

In this mode the device completely retains openatiit READY LED flashes with red and the
built-in sounder beeps.

After the failure has been repaired the Signaldt@raatically enters the Operation mode.

4.5.5. The unit can be switched from the Operation modéédViaster Key Programming mode
by performing a special press combination on thi tamper switch. See Section 5.6 to get more
information.

4.5.6. The unit can be switched from the Operation mod#héoUser Key Programming mode
by touching the reader with a Master Key. To getaninformation about this operation mode please see
Section 5.7.

4.5.7. The Signal-10 can be switched from the Operatioderto the Indication Test mode.

In this mode the unit checks operability of itshligndicators and the sounder. This mode is
described in Section 5.8.4.

4.5.8. The Signal-10 can be switched from the Operatiodarto the Self-Diagnostic mode.

In this mode the unit checks operability of itshligndicators, the sounder, and the outputs. This
mode is described in Section 5.8.5.

4.5.9. The Signal-10 proceeds to the Device Failure mbédechecksum error has been found
during a microcontroller memory test. The unit paris a memory test every time when power is
applied to it.
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When the unit enters the Device Failure mode:
— READY LED flashes in red once per two seconds;
— The unit’'s sounder plays a low tone sounds syndusiy with READY LED;
— Indicators «1» — «10» are off;
— The unit ignores activation of its alarm loops,gstags on its tamper switch, presenting an
iButton to the connected reader.
Try to switch power off and on again, and if a dtseon error has been found once more then
update firmware of the Signal-10. For doing so:
1. Connect the unit to a PC via one of the Bolid maoufred interface converters such as
S2000M in programming mode, PI-GR, S2000-PI, S208B; or USB-RS485. Use terminals
«A» and «B» for connection.
2. Apply power to the unit.
3. Update the unit’s firmware using ORION_PROG.exénsok.
While firmware is being written to the unit's memothe sounder is off and READY LED
indicates the process of updating. Writing haviegrb completed, the unit should proceeds to the Pre-
Operation mode.

Notee ORION_PROG.exe and the firmware file can be doadéal from the site of the Bolid
Company at the addresstutp://bolid.ru .

Table 4.7. READY LED Performance for Different Operation Modes of the Signal-10

No. Operation Mode READY LED Performance
1 Pre-Operation Off
2 Operation Shows solid green light
3 Master/User Key Programming | Flashes doubly with green once per second
. Flashes with amber once per second:
4 Power Failure

On for 0.125 s / Off for 0.875 s

Flashes with red twice per second:

On for 0.25 s/ Off for 0.25 s

Flashes with red once per two seconds:
Onforls/Offforls

5 Self-Diagnostic

6 Device Failure

7 Output Circuit Failure Flashes doubly with amber every second
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5 Operation

5.1.Preparation for Use

5.1.1. Safety Precautions:

— There are no potential hazard circuits within tign8l-10;

— Do SHUT OFF power prior to mounting, wiring, andimaining the Signal-10;

— The Signal-10 should be mounted and maintainedobypetent specialists with the relevant
electrical safety qualification level.

5.1.2. Mounting of the Signal-10:

— The unit is intended to be installed in cabinets,vealls or other structures of protected
premises at places protected against atmosphéaatiaand mechanical damage;

— Attach the unit within a cabinet or on a wall atanvenient place. If the Signal-10 is installed
within a non-secure premises it should be attaehhaight at least 2.2 m above the floor;

— Mounting the module follow all your local applicabktodes, standards, regulations, and
ordinances;

— Mount and wire the Signal-10 in accordance witlelzgesnatic in Appendix B.

If SRN or LMP output is not in use connect a resist.0...8.2 K — 0.25 W across output

contacts.

5.1.3. Wiring the RS-485 Interface Line.

Connect the Signal-10 to the network controller the RS-485 interface bus by doing the
following:

— Couple the device terminals RS485A and RS485B witland B wires of RS-485 bus

respectively;

— Couple the 0V circuit of the Signal-10 with the 8an circuits of the preceding and
succeeding devices in the RS-485 highway (you gaare this requirement if the devices are
powered by the same power supply);

— If the Signal-10 isneither the first nor the last devisgithin RS-485 highway, remove the
jumper that is located closely to the RS485A and&8B contacts on the unit's PCB. (This
jumper, if put on, includes the EOL resistance 20 @ into the RS-485 interface line.).

While mounting the RS-485 interface line, it is edble to arrange thieus network topology

(that is, connect the devices in a chain). If ayldistance branch (more than 50 m from the RS-485% b
needs to be arranged, a Bolid S2000-PI interfageater is to be included at the cross point. Itloan

brought up to ten S2000-PI interface repeaterssingle RS-485 bus segment (up to ten branchebean
made). The number of successively included repe&earot limited.

5.1.4. Changing Default Configuration of the Unit.

If the Signal-10 will be operated along with otldewices in an Orion system it shall be assigned
with aunique(different from these ones for other devices) eknaddress in the range of 1 to 127. For
doing so, connect the Signal-10 to the network rodlet (other devices must be disconnected from the
network controller at this timegnd change the network address, for example bypsnefaUPROG.EXE
software utility.

To adjust the Signal-10 for operating within a sfiednstallation and to use its capability
optimally, some configuration parameters of the agan probably need to be changed.

The configuration parameters of the Signal-10 meip are set on as shown in Tables 5.1, 5.2,
5.3.
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Table 5.1. Factory Values of Signal-10 Parameters

No. Parameter Factory Value
1 Both Power Inputs Monitoring Off
2 | EN54 On
3 | Sound Signaling On
4 | Network Address 127
5 Response Pause 1.5ms

Table 5.2. Factory Alarm Loop Configuration

Configuration Parameters (see Note)

2) The sign «+» in the table means that the paranget®t on while the sign «-» means that the

parameter is set off.

Ne |1|2|3|4|5|6|7|8| 9 [10| 11 (12| 13 |14| 15 | 16 | 17 | 18 | 19 | 20
1|4(o|l0|2]|0|O0|O|O]| O | -| + |-1]~-1]-/]H+ - - - - -
2 l4(o|0fj2|0|O0|O|O]| O |- |+ |-]-1]-/]H+ - - - - -
3l4(0o|l0j2]|0|O|O|O]| O |- |+ |-]-1]-]H+ - - - - -
ol 4 l4l0l0]21|0]|0[0O|O] O |- |+ |-]|-|-]|+ - - - - -
o
§54001ooooo-+---+-----
% 6 |4(o|l0|2]|0|O0|O|O]| O |- |+ |-]-1]-/]H+ - - - - -
<| 7 |4]o|o|1|ojolojo| O | -]+ | -] - |-+« |- |-|-1-"/-
8 |4(o|lo0j2]|0|O0|O|O]| O |- |+ |-]-1]-/]H+ - - - - -
9 |4(o|o0|j2|0|O|O|O]| O | -| + |-]-1]-/]H+ - - - - -
10]4(0|l0|2|0|0|0|0O| O |- |+ |[-]| - |-]+ - - - - -
Notes:
1) The following parameters are designated by digits:
1- |Input Type;
2 - Zone number;
3 - Arming Delay;
4 - Input Analysis Delay;
5- Alarm Delay;
6 - Relay 1 Activation Delay;
7 - Relay 2 Activation Delay;
8 - Relay 3 Activation Delay;
9 - Relay 4 Activation Delay;
10 - Never Disarm;
11 - Auto Rearming After Failing;
12 - Auto Rearming After Alarm;
13 - Disarmed Input Monitoring;
14 - Fire Input Requery Prohibition;
15 - 300-ms Integration Time,
16 - 10% Deviation locking;
17 - Relay 1 (ALR1) Control;
18 - Relay 2 (ALR2) Control;
19 - Relay 3 (SRN) Control;
20 - Relay 4 (LMP) Control.
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Table 5.3. Factory Values of Parameters of Outputs

Output
Parameter
ALR1 ALR2 SRN LMP
Control Program 10 10 12 9
Activation Time, s 8192 8192 120 8192
Relay ON/OFF Events Off Off Off Off
Monitored For - - 4 4

5.2.Fire Alarms

The Signal-10 operates in fire alarm mode if asi@me of its inputs is programmed with Type 1,
2, 3, 14, or 16. The unit provides operating of #erm loops connected to these inputs in following
modes:

- Armed,

— Disarmed;

— Arming Delay;

— Arming Failed;

— Fire Prealarm;

- Fire 1 Alarm;

— Fire 2 Alarm;

— Trouble;

— Disconnected,;

— Dusty, Service Required.

Light and sound indication of the Signal-10 is shaw Table 5.4 and Table 5.5.

5.2.1. An alarm loop is in the Armed mode if it was pralary armed and all the detectors
connected to the alarm loop are in quiescent m8tert-time activation of the armed fire alarm loop
doesn’t cause the alarm loop to enter alarm moit¢akes less than 250 ms

5.2.2. If an alarm loop is configured with a non-zero AngiDelay then upon arming it
proceeds in the Arming Delay mode. If during thise the alarm loop is activated the loop doesneen
an alarm mode.

5.2.3. When an Alarm Delay has expired and if the resganf the alarm loop is within the
normal range then the alarm loops enters the Arsteg@. If Alarm Delay has expired but the resistanc
of the alarm loop is out of the normal range thenalarm loop enters the Arming Failed status.

If Auto Rearming After Failing is set on for theash loop then the alarm loop automatically
proceeds from the Arming Failed mode to the Armexmtienas soon as the resistance is being in normal
range for 1s and longer.

5.2.4. If the fire alarm loop is activated for longer than 300 ms the Signalréognizes
activation of the alarm loop and switches it to ohéhe following modes:

— Fire Prealarm;

Fire 1 Alarm;
Fire 2 Alarm;
Trouble.

The particular algorithm of switching depends oe tippe and configuration of the alarm loop

(see Section 4.1.2).

* Except for threshold addressable alarm loopsygferi4.
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5.3.Intrusion Alarms

Depending on the selected type of an alarm loop Slgmal-10 provides operating in the
following intrusion alarm modes:

— General intrusion alarms (Type 4 of alarm loop);

— Intrusion alarms and tamper alarms of the conneaéector (Type 5 of alarm loops);

— Entrance alarms (Type 7 of alarm loops);

— Panic alarms (Type 11 of alarm loops).

The light and sound indication of the Signal-10ifgrusion alarm modes is shown in Table 5.4
and Table 5.5.

5.3.1. The Signal-10 operates in general intrusion alawdenf at least one of its alarm loops is
programmed with Type 4. In this mode the unit pdeg operating the alarm loops in the following
modes:

- Armed,

— Disarmed;

— Arming Delay;

— Arming Failed;

— Intrusion Alarm.

5.3.1.1. The modes Armed, Arming Delay, and Arming Failed amilar to the same-name
modes of fire alarm loops and are described ini@e6.2.1 — 5.2.3. The duration of short-time
activation of an armed intrusion alarm loop whidesin’'t cause the alarm loop to enter an alarm mode
is:

— 50 ms if300-ms Integration Timis off;

— 250 ms if300-ms Integration Timis on.

5.3.1.2. An alarm loop of Type 4 switches from the Armedisdao the Intrusion Alarm status

— The alarm loop has been activated for more tham§,B00-ms Integration Timbkeing off;

— The alarm loop has been activated for more tham3§300-ms Integration Timeing on;

— The loop resistance has jumped by more than 1@%, Deviation Blockindpeing off for this

loop.

When the alarm loop has entered Intrusion Alarntustéhen relay control in accordance with
#1 - #8 control programs can be activated (if pragned).

If Auto Rearming After Alarns set on for the alarm loop then the loop will dagomatically
armed after its resistance being in the normaledng a time interval more than 15 times valuehaf t
Alarm Delay configured for the loop (in seconds).

5.3.2. The Signal-10 operates in intrusion alarm mode witnitoring tamper switch conditions
is at least one of its alarm loops is configurethwiype 5. For such loop the unit can recognize the
following states:

- Armed,;

— Disarmed;

— Arming Delay;

— Arming Failed;

— Intrusion Alarm;

— Short Circuit Failure;

— Tamper Alarm.

5.3.2.1. The modes Armed, Arming Delay, Arming Failed, Isinn Alarm are similar to the
relevant modes of an alarm loop of Type 4 (seei@e6.3.1.1, 5.3.1.2).

5.3.2.2. An alarm loop of Type 5 proceeds from the Disarrsiadus to the Tamper Alarm status
when the contacts of the detector tamper switcle tie@en open for more than 300 ms.

When the detector’s enclosure is closed for 15dstha tamper switch contacts are being closed
for all this time, the alarm loop again entersEhgarmed status.
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5.3.2.3. An alarm loop of Type 5 switches from the Disarnséatus to the Short Circuit Failure
status when this failure has happened and helshéoe than 300 ms.

When the failure has been repaired for more thar(tBe resistance of the loop has been within
the normal range) the loop of Type 5 comes batkdédisarmed status.

5.3.3. The Signal-10 operates in the mode of entrancenal#rat least one of its alarm loops is
programmed with Type 7. The unit provides operatihthese alarm loops in the following modes:

- Armed,

— Disarmed;

— Arming Delay;

— Arming Failed;

— Entrance Alarm,;

— Intrusion Alarm.

5.3.3.1. The modes Armed, Arming Delay, Arming Failed ammikr to the relevant modes of
alarm loops of Type 4 (see Sections 5.3.1.1).

5.3.3.2. An alarm loop of Type 7 proceeds from the Armed entwlthe Entrance Alarm mode in
cases described in Section 5.3.1.2.

5.3.3.3. An alarm loop of Type 7 proceeds from the Entraftieem mode to the Intrusion Alarm
mode upon the expiration of the time equal to Al&retay.

The Intrusion Alarm mode is similar to the relevambde for the alarm loops of Type 4 (see
Section 5.3.1.2).

5.3.4. The Signal-10 operates in panic alarm mode if aistleone of its alarm loops is
programmed with Type 11. The unit provides opegatihthe alarm loops in following modes:

- Armed,

Disarmed,;
Arming Delay;
Arming Failed;

— Panic Alarm.

5.3.4.1. The modes Armed, Arming Delay, Arming Failed ammikir to the relevant modes of
alarm loops of Type 4 (see Section 5.3.1.1).

5.3.4.2. An alarm loop of Type 11 proceeds from the Armedust to the Panic Alarm status in
cases described in Section 5.3.1.2.

Panic alarm mode of alarm loops is indicated onlythe built-in indicators «1» — «10» of the
Signal-10 and takes an effect only on the relagdglys programmed with the control programs Alarm
Output 1 (10) or Alarm Output 2 (16) (the relayIvide open). The internal sounder of the Signal-10
keeps silent.

If Auto Rearming After Alarm is set on for theserh loops then the loops automatically
proceed from the alarm mode to the Armed mode as a6 their resistance values are in normal range
longer than 15 times value of the Alarm Delay cguifed for the loop (in seconds).
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Table 5.4. Performance of the Alarm Loop LEDs for Various States

No. Alarm Loop Status LED Performance
Lit steady with green
1 Armed
Off (see the Note below)
Off
2 Disarmed
! Lit steady with amber (see the Note below)
. Flashes with green four times per second:
Arming Loop is OK On for 0.125 s / Off for 0.125 s
3 : -
Delay Loon is activated Flashes with amber four times per second:
P On for 0.125 s / Off for 0.125 s
Turns on with green and turns off in following mode:
Onforls/Offforls
4 | Arming Failed : , X
rming Fafe Turns on with amber and turns off in following mode :
On for 1 s/ Off for 1 s (see the Note below)
_ _ Flashes with green and red alternately
5 Fire Signal .
Flashes with red once per second (see the Note below):
On for 0.25 s/ Off for 0.75 s
6 Fire Prealarm Flashes with red once per second:
On for 0.25 s/ Off for 0.75 s
7 Fire 1 Flashes with red twice per second:
On for 0.25 s/ Off for 0.25 s
8 Fire 2 Lit steady with red
9 E::?;;%neilg ::1' Flashes with red once per second:
. ' Onfor0.5s/Offfor0.5s
Panic Alarm
Flickers with red once per second:
10| Tamper Alarm (Type 5) On for 0.125 s / Off for 0.875 s
11 Eruoslible’ Flickers with amber once per second:
HSY: On for 0.125 s / Off for 0.875 s
Disconnected
Note: — The performance of the LEDs mentioned abovelévaat for fire alarm loops
when the EN54 parameter is set on.
Table 5.5. Performance of the Built-in Sounder for Various Modes
No. Alarm Loop Status Sounder Performance
1 Armed Off
2 Disarmed Off
3 Arming Delay Off
4 Arming Failed Off
5 Fire Signal Off
6 Fire Prealarm Interrupted two-tone sound
7 Fire 1, Fire 2 Solid two-tone sound
8 Intrusion Alarm Interrupted single-tone sound
9 Entrance Alarm Off
10 | Panic Alarm Off
11 | Tamper Alarm (Type 5) High frequency interrupted single-tone sound
Trouble,
12 | Dusty, Beeps

Disconnected
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5.4. Auxiliary Alarms

The Signal-10 enables monitoring and transmittingdaion network controller the conditions of
various technological circuits being not direc#ated to fire and intrusion alarms. Such circunt®lve
contacts of devices blocking automated fire—fightsystems, mass sensors, pressure sensors, flow
sensors, throttle valves, liquid level controls aocn.

For these purposes the loops of Type 6 (Auxiliamy)l Type 12 (Programmable Auxiliary) are
used. Loops of these types can be neither armedisammed: they aralwaysmonitoredby the Signal-
10.

5.4.1. Auxiliary loops of the Type 6 are considered toim®ne of two available states, namely
Auxiliary Loop AlarmandAuxiliary Loop Restorednes.

An alarm loop of the Type 6 switches from the Aiaty Loop Restored status to the Auxiliary
Loop Alarm status if the alarm loop is being adihfor at least 300 ms.

Recovering of the activated alarm loop of the Tgpéhat is, switching from Auxiliary Loop
Alarm to Auxiliary Loop Restored status) is implamed automatically if the resistance of this lo@s h
come to the normal range and is held normal fottithe interval equal to the Arming Delay parameter
programmed for this loop.

Activation of an alarm loop of Type 6 disables c¢ohbf related relays for a number of control
programs:

- 1...8,50 ... 53 (general purpose programs);

11 (ASPT);

12 (Siren);

33 (ASPT-1);
34 (ASPT-A);
35 (ASPT-A1).

Disabling relay control in case of activation oé tlelated alarm loop of Type 6 implies that:

— The relay is not switched on when the auxiliaryraléoop has been activated;

— The relay will be switched to its initial status fime control program if the relay was being

controlled at the moment of auxiliary alarm looppense.

So, the relays controlled in accordance with pnogd...8, 11 (ASPT) and 33 (ASPT-1), will be
again switched on when the auxiliary alarm loopestored but the relays controlled in accordandk wi
programs 34 (ASPT-A) and 35 (ASPT-A1) will remawitshed off.

5.4.2. Programmable Auxiliary alarm loops of Type 12 hdveavailable states defined by
threshold values of alarm loop resistances. Therdidpbelow shows the distribution of available loop
states and location of the resistance thresholdshweefine these states for particular equipment.

50 K Rloop 0
>

status 1 status 2 status 3 status 4 status 5

4 to 5 Threshold
3 to 4 Threshold
2 to 3 Threshold
1to 2 Threshold

Figure 1. States and Thresholds for Transition between the States of Programmable Auxiliary Alarm Loops

Threshold values of resistance which define thasiteon bounds and meaning content of the
particular statuses are user programmable. Acogirdinf a device can be in one of some different
conditions and has several output contacts, thicdean be monitored by means of a single alaop.lo
In such case the output contact of the device shioalincluded into the alarm loop along with difet
additional or shunt resistors. By such a mannecitfogiit can be monitored for short and open faur

Light and sound indication of the unit as well astcolling the Signal-10 outputs are defined by
the states a programmable auxiliary alarm looperdar. Changing states of the programmable auiliar
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alarm loop is defined only by a variation of theparesistance and is not affected by any othempater
or commands of the network controller. The intdgratime for switching between states is generally
equal to 300 ms. But if an alarm loop of the Ty@ehhs entered such status as Armed, Disarmed,
Auxiliary Loop Restored, or any other “... Restoretlie integration time for this status is equal to a
programmed Arming Delay value.
Table 5.6 shows status codes of states of progréheraaxiliary alarm loops.
Table 5.6. Status Codes of Programmable Auxiliary Alarm Loops

Séggjes Status Sctit(:: Status
1 AC Power Restored 76 High Temperature
2 AC Power Failed 77 Too Low Level
3 Intrusion Alarm 78 Normal Temperature
17 Arming Failed 82 Heat Sensor Failed
24 Armed 109 Disarmed
35 Auxiliary Loop Restored 118 Entrance Alarm
36 Auxiliary Loop Alarm 130 Pump On
38 Auxiliary Loop Alarm-2 131 Pump Off
39 Fire Equipment Restored 149 Tamper Alarm
41 Fire Equipment Trouble 152 Tamper Restored
44 Fire Prealarm 198 Power Failed
45 Loop Open Failure 199 Power Restored
58 Panic Alarm 200 Battery Restored
71 Low Level 202 Battery Failed
72 Normal Level 204 Service Required
74 High Level 206 Low Temperature
75 Too High Level 214 Loop Short Failure

5.4.2.1. While programming resistance thresholds for states alarm loop of the Type 12, it is
necessary to know exactly the ranges of resistiorogach state of the alarm loop. The resistana@mof
alarm loop can be estimated based on an ATD-valaasored by the Signal-10 using the formula
below:

281
ATD
where Riop is the actual resistance value in kiloohms ofélaem loop and

ATD is the ATD-value of the resistance measured bysibeal.

1, Kl

I%oop =

This formula enables estimating resistance valddgbeoloop in the range from 0.1 K to 50 K
with acceptable accuracy. Reading the ATD-valugsasided either by S2000/S2000M console tools or
by UProg Configuration Tool while programming tlo@p in the window for programming the loops of
Type 12.

5.5.Arming and Disarming Alarm Loops

The Signal-10 provides arming and disarming ofralrops in the following ways:

— Arming (disarming) of a group of alarm loops assignvith the same User Key;

— Group or individual arming (disarming) by commaiedishe network controller.

5.5.1. If at least one credential is registered in the-nolatile memory of the Signal-10, the user
can arm or disarm all the group of the alarm lo@pgch are related to this credential (User Key).dbo
so, touch the contact of the reader with the Usey. Kf the unit recognizes the code of the preskente
credential, it beeps and the alarms loops assdcovaté this credential become armed or disarmethdf
read code is unknown for the Signal-10, the urodpces long sound tone indicating that the predente
credential is rejected.
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If the presented credential is authorized onlyrta the related alarm loops then the loops cannot
be disarmed by means of this key but they can beasmed again.

If the presented credential is authorized only igan the related alarm loops then the alarm
loops cannot be armed by means of this credenitatdn only be disarmed again.

5.5.2. The Signal-10 enables the network controller to ard disarm any of its alarm loops
except for alarm loops of Type 6 and Type 12 ardailarm loops programmed with the attribute Never
Disarm set on. On receiving a command to arm @ardisan auxiliary alarm loop the unit responds with
a message about the current state of the alarm Regqeiving a command to disarm an alarm loop with
the Never Disarm parameter set on, the unit alspards with a message about the current stateeof th
alarm loop.

The Signal-10 enables the network controller torajge(to arm and disarm) system partitions.

In case of centralized control of partitions codésredentials (keys) are enrolled in the database
of the network controller along with relevant auities.”

When a credential has been read its code is tréieshaver the RS-485 interface. The two-color
LED of the reader starts flashing with red and grakernately five times per second until receivang
respond from the network controller (this can taken fractions of a second to a few seconds depgndi
on the number of devices connected to the RS-48Hate).

If the presented credential is authorized to opeaapartition, then the reader LED indicates the
current state of the partition as shown in Tabfe &n second presenting of this credential thatjmart
is armed (if it was disarmed) or disarmed (for @ter states). Each next presenting of the key to a
reader leads to an action opposite to the prevones i.e. if the 2-nd presenting of the key to riader
caused arming of the partition then the 3-rd priasgrof the key to the reader will cause disarmirfg
the partition. If the credential has limited acceghts for the partition, for example, only armirgy
enabled, this key will always cause arming withmgfard to a current partition status.

Table 5.7. Indication of Partition Status by the Reader LED

Partition Status Reader LED Performance Color
Disarmed Off —
Armed On Amber

(green + red)

Alarm, Fire 1, Fire 2, Prealarm,
Arming Failed

Trouble

(in a fire partition)

Flashes twice per second Amber

Flashes five times per second Amber

If the presented credential is not recognized leyribtwork controller, or the credential is not
authorized to operate the partition, or anothedenéial is presented to the reader within the dpera
time of the current credential then the Signal-djeats access and the reader LED flashes thres time
with red.

“To get more information please refer to S2000Mrld9danual, Section 2.1.7.3.
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5.6. Programming Master Keys

The mode of programming Master Keys is intended dervice personnel, responsible for
adjustment and maintenance of the Signal-10. A &tdsty can be programmed by one of two ways:

— Manually;

— By means of UPROG.EXE.

5.6.1. In order to switch the Signal-10 to the Master Kapgramming Mode, press the unit
tamper switch by a specific way: long pressing ersipressing — long pressing. If you successfully
pressed the tamper switch as mentioned above,igmalS0 plays the first part of the Programming
melody while READY LED and the reader LED starsfiang.

The following functions become available in Madtety Programming Mode:

— Deleting codes of all the credentials stored inrtbie-volatile memory of the Signal-10;

— Writing a code of the new Master Key into the natatile memory of the unit;

— Defining default authorities for User Keys.

Within 10 seconds since pressing the tamper switgbh the Signal-10 reader with an electronic
key. If the Signal-10 successfully reads the cddin® presented key, it deletes all memorized leays
writes the new key code to its memory with the Mastitribute. Then the Signal-10 exits Master Key
Programming Mode.

If the Signal-10 fails to read a code of the elmuir key within 10 seconds, it automatically exits
the Master Key Programming mode.

When exiting the Master Key Programming Mode, tlevick plays the final part of the
Programming melody.

In case of manual programming the Master Key, licsuecceeding User Keys the default status is
automatically set as enabling arming and disarroiragl the ten alarm loops of the module.

5.6.2. When UPROG.EXE is used to program keys, severateM&eys can be enrolled in the
Signal-10 memory. These keys can have differetisfar succeeding programming of User Keys.

In this case, when a Master Key is programmedthéirokey codes in the non-volatile memory of
the Signal-10 remain unchanged.

5.7.Programming User Keys

The mode of programming User Keys is intended ferspnnel conducting the affairs at the
protected object. A new User Key can be programarati the authorities of the existing keys can be
changed by one of the following ways:

— Manually;
— By means of UPROG.EXE.

5.7.1. To enter the mode of manual programming of Userskieyich the reader connected to
the Signal-10 with a Master Key. If the Master Keyecognized then the unit enters the programming
mode playing a melody, READY indicator and the exddED starting flashing.

In this mode the following operations are available

— Adding new User Keys;

— Changing authorities of existing User Keys.

The Signal-10 exits this mode after expiring on¢gheftimeouts:

— 30 s since programming a last key or since lastghaf the current status of the key;

— 10 s since proceeding to the programming mode Kayhas been presented to the reader and

no key status has been changed within this time.

On exiting the programming mode the unit plays éoche

5.7.2. Each User Key can group any number of the alarrpdo®he key can be authorized to
operate each alarm loop included in the group leyairthe following ways:

— To arm and to disarm;

— To arm only;

— To disarm only.

An alarm loop doesn't fall under the group if theykhave no rights listed above relative to this
alarm loop.
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A collection of key rights for all alarm loops dfe group is calle&ey StatusWhen the unit is
switched to the mode of programming keys the cursttus is read from the presented Master Key and
becomes a default status. A Key Status is indicayealarm loop indicators as shown in Table 5.8.

Table 5.8. Indicating Status of a Key by Signal-10 Loop Indicators

Key’s Authorities Performance of the related LED
Arm/Disarm Flashes with green and red alternately
Arm Only Flashes with red
Disarm Only Flashes with green
None Flashes with amber / Off

To assign other rights for a key, start a manugiitrsettings procedure by pressing the tamper
switch down for a long time. After the tamper swits released the frequency of flashing of LED i&l»
doubled specifying the alarm loop due to which rilgats of the key can be changed. Short presses on
the tamper switch successively change the righteeokey relatively to the alarm loop. LED flashiimg
amber means that the alarm loop is excluded framgtbup of the alarm loops operated by the key.

Proceeding to the next loop is fulfilled by a lopgess on the Signal-10 tamper switch. Alarm
loops are selected successively and cyclicallyerafie alarm loop 10 a long press selects the alarm
loop 1 again.

Once the status of the current key is configureesgnt the key to a reader in order to write the
code of the key and its modified control rightdte device non-volatile memory.

5.7.3. If UPROG.EXE software utility is in use, a set nienbf Use Keys can be written in the
unit's memory, each key having an individual statdedes and authorities of the keys stored in the
Signal-10 memory remain unchanged.

5.8.Maintenance

While maintaining the Signal-10 follow your applita local standards, codes, regulations, and
ordinances.

5.8.1. The procedures below are intended for inspectiregaiplity of the device on receipt and
while operating within the protected premises. Tantenance activities are to be performed at least
annually by competent specialists with a relevéetdtacal safety qualification level.

5.8.2. The Signal-10 should be tested under the follovairmdpient conditions:

— Ambient temperature: 25 +10 °C;

— Relative Humidity: 45 - 80 %;

— Atmospheric pressure: 630 - 800 mm Hg, 84 — 1RB&.

5.8.3. The connection diagram for testing operability e Signal-10 is shown in Appendix C.
The inspection of a single unit takes no more tt@aminutes.

Please power off the Signal-10 prior to connectind disconnecting wires.

Inspect the Signal-10 operability by doing theduwling:

a) Apply power to the Signal-10;

6) The built-in sounder shall play the Starting signal

B) Ensure that the current consumed by the Signaldésmit exceed the values specified in

Section 2.8;
r) Verify the S2000M panel displays the events of emting the Signal-10 and resetting the
Signal-10.

5.8.4. Testing the Signal-10 in Indication Test Mode.

In the Indication Test mode operability of LEDs ahd sounder is inspected. The test is started
from the S2000M panel menu (refer to the S2000Mr'dddanual to get more information).

As soon as the Indication Test mode has beendtarte

— The panel sounder plays a melody;

— The LEDs “1” to “10” illuminate with red within 3.s

Then the LEDs turn off and then begin flashing bgesne starting with «1» with green and red
alternately for 1 s each. At the same time the &t@0 activates its built-in sounder in Fire Alamode.

After completing the test the Signal-10 automalycekits the Indication Test mode and returns
to the quiescent mode.
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5.8.5. Testing the Signal-10 in Self-Diagnostic Mode.
In Self-Diagnostic Mode the Signal-10 checks openabf its light indicators, sounder, and
outputs.
WARNING
Before testing the Signal-10 in Self-Diagnostic meddetach its outputs from the executive
circuits if activation of executive devices is inaghissible during inspection
To switch the Signal-10 to the Self-Diagnostic mguless and hold its tamper switch pressed
three times for a short time (0.1 s to 0.5 s) andeofor a long time (1.5 s and longer). The pauses
between presses should be 0.2 sto 1 s.
If the press combination is correct the SignalAdliches to Self-Diagnostic mode:
— The unit’'s sounder plays a melody;
— READY LED starts flashing with red twice per secpnd
— LEDs «1» to «10» show solid red light within 3isemn
— LEDs «1» to «10» one-by-one flash with red and grakernately for 1 s. At this time the
Signal-10 outputs from 1 to 4 switch on one-by-om2 s;
The last output, LMP having switched off, the Sigbh@ automatically exits Self-Diagnostic
mode and returns to Operation mode.
5.8.6. Inspecting the Alarm Loops
1) Disconnect the first alarm loop (disconnect thenteation resistor) and measure the voltage
across the alarm input contacts. Ensure that thiagevalue is within the range of 26.5V to
27.5V.
2) Connect the 4.7 K resistor to the first alarm l@og read the ATD value for the alarm loop 1
with the help of the S2000M panel by doing thedwihg:
— Select REQUEST INFO / ZONE ADC command in the aolmmenu of the S2000M,;
— Enter the network address of the Signal-10 (thieofgvalue of the address is 127) or select
the relevant descriptor in the list of connectedicks by means &f | and*| panel buttons;
— Enter the loop number — «1».
A value displayed by the S2000M must be withinrageaof 46...50.
3) Repeat the step 2) for other alarm loops from ALAIL10.
5.8.7. Annual maintenance activities involve:
a) Inspecting the Signal-10 enclosure for mechanieahabe, verifying for secure mounting and
tightening connections;
0) Clearing the contacts and Signal-10 enclosure ftast, debris, and corrosion;
B) Inspecting operability of the unit as describe&action 5.8.5 of this manual.

6 Storage
6.1. There must not be any acid fumes, alkaline fumekaher aggressive gases and harmful
impurities which can cause corrosion in the presgbkere the Signal-10 is stored.
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7 Certificates

Fire Alarm Control Unit meets the requirements afdéral Law of the Russia

Conformity CertificateC-RU.ITB01B.02788 certifies that the Signal-10 Intrusion a@
TP
Federation of July 22, 2008 N0.123-FZ.

Conformity DeclarationTC Ne RU JI-RUME61B.00317 certifies that the Signal-1
Intrusion and Fire Alarm Control Unit meets theuigments of Technical Reglament H[

Custom Union TR CU 020/2011

Conformity Certificate No. BY/112 02.01.033 002%lissued by Republican Centre f
Certification and Expertise of Licensable Activii®f Ministry for Emergency Situationj TPBY!

of the Republic of Belarus, 73a Zakharova Str.,34jr220088

Conformity Certificate No. BY/112 03.11.023 01286sisued by Center for Certificatio
of Technical Equipment of Security and Fire Alargstéemsof the Department for Safet)IGB
and Security of MIA of the Republic of Belarus, Geushevskaya SMinsk, 220036

Conformity Certificate NoPOCC RUJMK32K00153 HCO 9001

BOLID ®| zao NvP Bolid, 4 Pionerskaya Str., Korolev 1410Rpscow Region, Russia

Phone/fax: +7 495 775-7155

Email: info@bolid.ru

Technical Support: support@bolid.ru
http://bolid.ru
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Appendix B

Operation Connection Diagram

Main Power Supply Signal-10
RIP-12
(RIP24) [ +U | 1 . READY
ov 2
1 +U1 ®
RIP-12 2 ov
(RIP-24) +U 1 3 +U2
ov 2 4 ov
To a Network«——] 5 RS-485A
Extra Power Supply (optional) ~ Controller| « 1 6 | RS-485B
Intrusion Alarm Loop _ XT2 «1»  «B»
— 1 LOOP1+
LOOP+ «—{ 2 | LOOP1- ® &
LOOP- ‘ ‘
47K | ! «2» «7»
— 9 | LOOP5+ X &
- «— 10 LOOPS5-
«3» «8»
Fire Alarm Loop =< ® @
heat XT3
LOOP+ «—1 11 | LOOP6+ «4» «9»
—LOOP- — 12 | LOOPS- X &
| 1‘9 L 00P10 «5» «10»
< +
_—] 20| Looro- ® &
‘ v XT4
! iButton Reader < i 1 LEDR
| ”—KK |—v7: 2 LED G
3 L e N T
|  — 4 oV
XT5
— 1 ALR1 A Relay 1
. — 2] ARIB y
Solid State Relay Outputs (normally open) 3 ALRD A
— 2 [ ARz |Relay?
[ v I VL e T A v («~— 5 SRN+ Outputs
| o o | Relay 3 \
1 N N ! 7 LMP+ | o v 4 Troubles
3 | ine B |8 [ Lwp- SR %] (see Note)
UEMIE LT
__Vart 1 Var2 | var3
R*=8.2 K

Note: Following are the variants of connecting notification appliances to LMP and SRN outputs.

Variant 1: is for sound and light alarms with high internal resistance (more than 10 K) and low operating

current (less than 2.5 mA) such as piezoelectric sirens and single light electric diodes.

Variant 2 is for sound and light alarms with high internal resistance (more than 10 K) such as LED

displays.

Variant 3: is for sound and light alarms which internal resistance from 26 Q to 10 K.
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Appendix C

Wiring the Signal-10 for Operability Inspection

RIP-12

A1l RIP-24) [ +U

Signal-10

XT1

—_

ov

&

+U1

A2 | s2000M

XT1

ov

+Up

ov

+U2

ov

RS-485A

BlIW|IN|—

Resistance Bank

A3

R*

D |D|WIN|=

RS-485B

XT2

LOOP+

LOOP-

LOOP5+

-
o|©|---|N|—

LOOPS5-

XT3

11

LOOP6+

12

LOOP6-

19

LOOP10+

20

LOOP10-

XT4

LED R

LED G

™

ENJFRITNY N

ov

XTS5

ALR1TA

ALR1 B

Al:

A2:

A3:

PA1:
HL1...HL4:
R1...R4:
VD1, VD2:

ALR2 A

ALR2 B

SRN+

SRN-

LMP+

A power supply 12 V dc (24 V dc), 2 A,

An S2000M panel;
A resistor bank;
A milliampermeter;

Single LEDs;

Resistors 1/4W — 2kQ;
1N4007 diodes

o|N|o| o Blw|Nd[=

LMP-

Relay 1
Relay 2
Relay 3

Relay 4

READY

«1» «B»

® ®
«2» «7»
X &

«3» «8»

¥ &

«4» «9»

¥ &

«5» «10»

¥ &
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Appendix D

The Schematics for Wiring Detectors into Alarm Loofs

Type 1 (Smoke Two Threshold Alarm Loop)

Ra: An additional resistance of 1.5 + 3 kQ;
loop+ Rt: 4.7 kQ;
Rt D1: A smoke detector

Type 2 Type 4
(Combined Fire Alarm Loop) (Intrusion Alarm Loop)
D2 D2
_—t ot
loop+  MRa LP+
Rsh D1 Rt
. |p1 Rt \
loop- L LP- l
D1: A smoke detector; D1: A normally open intruder detector;
D2: A heat detector; D2: A normally closed intruder detector;
Ra: 0+512 Q; Rt: 4.7 kQ
Rsh: 8.2kQ;
Rt: 4.7 kQ
Type 3 _ ~ Typed o
(Heat Two Threshold Alarm Loop) (Intrusion with Tamper Monitoring)
o2 o2
T v LP+ 13k [18,2k
LP+ Ki LK
FHsh Fsh ‘K ‘K
Rt LP-
PSS W—
LP-
_ K1: The tamper switch contact;
D2:  Aheat fire detector; K2:  The detector contact
Rsh: 4.7 kQ;
Rt: 4.7 kQ
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Connecting Smoke Detectors into Alarm
Loops of Type 1

LP+ Iil EJ
1.8k 22k
2 2
|
[T

D1 L] o ]

LFl_ 3

D1: A smoke fire detector

Including Heat Detectors into Alarm Loops

of Type 3
D2 D2
_—t _—t
LP+
4.7k 4.7k 4.7k

LP-

D2: A heat fire detector

Appendix D

(Continued)

Connecting Smoke and Heat Detectors into
Alarm Loops of Type 2

8.2k
_—t (=
LFP+ o 02
0
N []
il

Wiring a Foton-SK Intrusion Detector into
Alarm Loops of Type 5

Connecting IPR 513-3 Manual Call Points

LFP+ | |

LP-
|

LP+ 13k
’—E—‘
C | NC | TAM | TAM
LP-
8.2k
||
113
PR [] 47k
214
|
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