INTRUSION AND FIRE ALARM PANEL

SIGNAL-20M

User’'s Manual
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1 General

1.1 Signal-20M Fire Alarm and Intrusion Panel (hereiterareferred to as the panel) is
designed to:

— Monitor for 20 zones of an intrusion alarm systéine, alarm system, or panic alarm system;

— Receive messages from fire and intrusion detecta$,points and panic alarms; passive,
active (powered via the alarm loops), or four-witetectors with normally closed or normally open
internal contacts;

— Control light and sound alarms;

- Receive commands and to send messages over th83RiGtdrface to the network controller
(either an S2000M console or a PC with Orion Pritv@oe installed);

— Send fire alarms and troubles to a fire brigade;

— Send alarms to a central monitoring station.



The panel provides:

— Arming and disarming individual alarm loops manyalt by a network controller command,;

— Arming and disarming arbitrary groups of alarm Isaphich are combined by a single User
password;

— Typing a PIN code which is a User password;

— Remote or local control of output relays;

— Monitoring circuits of connecting light or/and sabalarms (outputs K4 and K5) for open and
short circuit failures;

— Connecting a backup input of electric power to smaeinput.

The panel can operate standalone or used as aesadble device in case of cooperating with a
network controller within an Orion system.

1.2 The panel can be used for independent or centdajizetection of building or premises
(rooms, stores, banks, warehouses, apartmentsiendisi houses, enterprises) against unauthorized
access and fires.

1.3 The panel is to be powered from one or two powppbes (main and backup ones) of 10.2
V dc to 28.0V dc. Bolid manufactured battery batkgower supplies RIP-12 or RIP-24 are
recommended.

1.4 The panel is intended for round-the-clock operatod is to be attached within closed
non-heated spaces.

1.5 The panel should not be used within aggressivedasty mediums as well as in explosion-
hazardous premises. The ingress protection raifig2o.

1.6 The panel can be operated in the following amhienditions:

1) Operating Temperatures minus'Gto +55C;

2) Relative humidity 98% at +2€;

3) Vibration loads 1 Hz to 35 Hz at maximum acceleratf 4.9 m/$(0.5 g).

1.7 Mean time between failures at least 20,000 hours.

1.8 False alarms 0.01 per 1000 hours max.

1.9 The average lifespan of the panel is estimateda®ars.

1.10 The weight of the panel doesn’'t exceed 0.5 kg.

1.11 The overall dimensions are 247 mm x 150 mm x 48mmax.

1.12 The pre-operation time after powering up doesntteexi 3 s provided that there is stable
voltage higher than 11 V at the panel's power taais.

2 Specifications
2.1 The number of alarm loops (initiating device citsyis 20.
2.2 The branching index (the number of commuted cis}us five.
2.3 The number of inputs for monitored circuits is 25:
— Circuits of alarm loops 1 to 20;
— Monitored circuits of outputs "Relay 4" and "ReBlYy
— Power supply inputs of the panel,
— RS-485 interface ("A", "B").
2.4 The number of executive relay outputs is five idlahg;
— Three relay switch outputs of dry contact typehwvilie maximum voltage up to 28 V and
the current up to 2 A or up to 80 V and currentrBALto 50 mA (outputs "Relay 1", "Relay 2",
"Relay 3");
— Two outputs with monitoring alarm connection citsuiwith maximum voltage up to
28 V and with the current up to 0.8 A (outputs ‘@&el”, "Relay 5");
2.5 Information capacity of the panel (the number giety of the events) exceeds 25.
2.6 The panel transmits alarms to the network contraler the highway interface RS-485.
Communication parameters:
— Baud rate: 9600 bps;
— Type of communication: halfOduplex.
If a PC operates as the network controller thea da¢ communicated via a Bolid manufactured
interface converter such as USB-RS485, S2000-F42600-USB.
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2.6.11f at the moment of generating a message the manddn’t communicate with the network
controller, the event is stored into the non-védathemory of the panel and, when the communication
over the RS-485 interface is restored, the evetraissmitted to the network controller along wikie t
time and date of its origin.

The capacity of the event buffer in the non-vodatilemory is 511 events.

2.7 If the power supply voltage has dropped to 10 ¥, ganel enters the Power Failure mode.
As soon as the power supply voltage rises up t@ athd above, the panel returns to the quiescenemod

2.8 The typical valuations of current consumed by thegb in main operation modes in case of
normal operation are demonstrated in Table 2.1.

Table 2.1. Standard Values of the Consumed Current

. Supply Voltage

Panel Condition State Y CYRY,
All the alarm loops are armed and all the detectors Norm 400 mA 200 mA
are contacting (no detectors powered via the Intrusion Alarm 400 MA 200 MA
alarm loops)
All the alarm loops are armed; all the detectors Norm 600 mA 300 mA
consume current (are powered via the alarm
loops), the current consumed by the detectors in Fire Alarm 650 mA 330 mA
each alarm loop is 3 mA (60 mA in total)

If the alarm loops of the panel are loaded notuih (there are current-consuming detectors but
their total consumed current is less than the mawinvalue), then the current consumed by the panel
can be considered to rise in direct ration withrélasing of the current consumed by the detectors.

Hence, the current consumed by the panel can imatet! using the following formulas:

1. In case of powering from B2 V power supply:

| = 3,33 0 + 400 [mA] .
2. In case of powering from24 V power supply:

| =1,67 O+ 200 [mA],
Where: | stands for the total current consumed by the p@mighout regards to external
alarms) [mA],
I stands for the current consumed by the activecttetein the alarm loops of the
panel [mA].
The total time of backup operation is estimatedhgyformula:
T =1000 OW /I [h],
Where: W stands for the capacity of the batteryi{
| stands for the panel consumed current [mA].
2.9 The panel in the quiescent mode provides the alagp inputs with the steady voltage
19 V to 22 V provided that the termination resis&ars 4.7 K and the detectors consume less thafA.3 m
2.10 In case of a short circuit failure of an alarm ldbp panel provides other alarm loop inputs
with steady voltage in accordance with Clause 2.9.
2.11 The panel limits the current of the alarm loop wtitle short circuit failure at the level no
more than 26.5 mA.
2.12 The effective value of the ripple voltage withinaarm loop doesn’t exceed 20 mV.
2.13 If intrusion alarm detectors are included into ¢érra loop (an intrusion alarm loop), the
panel is in the quiescent mode with the followirggmeters:
— Maximum wire resistance without regard to the teation resistor is 1 K;
— Minimum leakage resistance between loop wires twden each wire and the earth is 20 K.
If fire alarm detectors are included into an aldoop (a fire alarm loop), the panel is in the
quiescent mode with the following parameters:
— Maximum wire resistance without regard to the teation resistor is 100 ohms;
— Minimum leakage resistance between loop wires twdxen each wire and the earth is 50 K.
2.14 The panel is resistant to the effects of electramtg interference within alarm loops in
form of sine voltage influences of 50 Hz frequeacyl an effective value of the voltage 1V, as asl|
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to pulse interferences in form of single voltagésps with amplitudes up to 300 V and duration uf@o
ms.

3 Standard Delivery
Find the following unpacking the Signal-20M panel:

1) Signal-20M Intrusion and Fire Alarm Panel -1 pc
2) Instruction Manual -1 pc.;
3) Component Parts:

- 0.5W -4.7 kOhm (MF 1/2W-4K7+5%) Resistor —28.pc

— 1N5400 (1N5401 - 1N5406) Diode —2pcs.;

— 1N4148 Diode — 2 pcs.;

- Woodscrew —3pcs.;

- Wall Plug 6x30 —3pcs.;
4) Lined Sticky Sheet — 2 pcs.

4 Description and Performance

The view of the panel along with its overall andunting dimensions are shown in Appendix A.

The panel enclosure consists of the cover (1) hadbase (2). There are buttons (keys) of the
panel alarm Ioop t@ and control ke s | (o), , @ngdanel’s cover.

The cover also houses the indicators (LEDs) of dleem loops, the indicators of output’s
conditions and function indicators READY, FIRE, ARM, and FAULT.

On the panel’'s base a PCB with radio elements,-pution micro switches, light emitted diodes,
terminals for external connections, and a tampéichkvis attached. Also the panel’'s base comprise tw
drawers (3) for sticking labels with user’'s rematks example, "Alarm loops 1 to 8: the ground floo
intrusion alarms”, "Alarm loops 9 to 15: the fifgtor, intrusion alarms”, "Alarm loops 16 to 18rdi
alarms, the ground floor and the first floor", "Adaloops 19 to 20: the entrance doors").

The structural diagram of the panel is shown in éppx B.

The panel consists of the following main elements:

— Push-button micro switches;

— Channel commutator;

— Voltage converter to power the alarm loops;

— Processors;

— Light indicators;

- Relays;

— Alarm loop power reset device;

— RS-485 interface converter;

— Non-volatile memory;

— Tamper switch.

Voltage from measuring circuits of the alarm loopgives to the input of the channel
commutator. The processor, which operates the caatoryone-by-one connects the input of the built-
in ADC to the alarm loops. In this process thestasice of the alarm loops is estimated and thesstt
the alarm loops are defined.

The voltage converter generates stabilized voltageupply power to the alarm loops and the
processor.

The processor controls the overall operation ofptdueel:

— Cyclically polls the alarm loops and monitors theanditions by measuring their resistance;

— Operates the internal light indicators and relagsets the power of the alarm loops;

— Receives commands and send messages over the R@et&ice.

For adapting with the line of two-wire interface 85 the panel uses the interface converter.

The non-volatile memory is used to store the bufferevents along with the dates of their
appearance.

4.1  Alarm Loops
The panel monitors twenty alarm loops and, dependimtheir conditions:



Indicates the states of each alarm loop by buitsorcolor LEDs "1" to "20";
Indicates the current state of the panel itselbit-in LEDs ALARM, FIRE, FAULT;
Activates the built-in panel sounder in cases ebking alarm loops;

— Controls five relays of the panel.

The status of an alarm loop is defined by its type, current resistance, and the current logic
state (armed or disarmed).

4.1.1 Any fire and intrusion detectors designed to be grad by a DC supply can be brought
into the alarm loops of the panel, however therirderesistance of each detector in the Fire Alarm
status should be:

— No more than 2.7 K for normally open detectors;

— No less than 3.2 K for normally closed detectors.

4.1.2 Configuration Parameters of the Alarm Loops.

Configuration parameters of the alarm loop showiowein Table 4.1 provide changing
monitoring algorithms of the alarm loops.

Table 4.1. Configuration Parameters (Attributes) ofthe Alarm Loops

Parameter Description Range
1 — Smoke Fire
2 — Combined Fire
3 — Heat Fire
4 — Intrusion
Defines the tactics of monitoring the alarm loof, — Intrusion with Tamper
Loop Type the kinds of detectors to be brought into the | Monitoring
alarm loop, and a set of states of the alarm loo — Auxiliary
7 — Entrance
11 — Panic
12 — Auxiliary
Programmable
0to 254 s,
The delay for switching from the Entrance 255 means OFF

Alarm status to the Intrusion Alarm status, or| (do not switch to a Fire

Alarm Delay from the Fire Pre-Alarm status to the Fire AlafrAlarm status on receivingla
status response from a single
detector)
The pause between a command to arm the alarm
Arming Delay loop and switching the alarm loop to the Armed 0to255s

state

The time required to complete transient
processes in alarm loops in case of restoring
power after a power reset. Within this time thg
status of each alarm loop is not analyzed

Loop Analysis Delay 1sto32s

1%

Relay 1 Activation
Delay

Relay 2 Activation
Delay

Relay 3 Activation | A delay (in seconds) between changing an alarm

Delay loop status and activation of the relay 010255

Relay 4 Activation
Delay

Relay 5 Activation
Delay

Never Disarmed The alarm loop cannot be disarmeashynway On / Off




Parameter Description Range
Auto Rearming After Automatic switch frqm the Arming Fail_ed mode
Failing to the Armed mode in case of recovering the On / Off
alarm loop
Auto Arming After Automatic .SWitCh from the Intru'sion Alarm
Alarm mode, Panic Alarm mode, or Fire Alarm mode On / Off
in case of recovering the alarm loop
. Provides transmitting messages about changjng
Disarmed Loop .
Monitoring of a disarmed alqrm loop status (normal or nat) On / Off
over the RS-485 interface
Fire Loop Requery | Being set on, disables the function of querying on /| Off
Prohibition the loop of the types 1 and 2 repeatedly
300-ms Integration Being set on, causes the intrusiqn alarm loop|to
Time enter the Intrusion Alarm status if the loop has On / Off
been activated for more than 300 ms
Being set on, causes the intrusion alarm loop| not
10 % Deviation | to enter to the Intrusion Alarm status if its
: : On / Off
Blocking resistance value has been changed more than by
10 % within 255 s
Relay 1 Control On / Off
22:3; ggggg: @Zs;gn activation of the relay with this alarm 82 ; 82
Relay 4 Control On / Off
Relay 5 Control On / Off

The main alarm loop configuration parameter whielfirees the way of monitoring the alarm
loop and the type of initiating devices which cam Hrought into the alarm loop is th®@op Type.

Signal-20M supports 9 different types of alarm leop

Type 1 — Smoke Two Threshold Alarm Loop

A loop of the Type 1 (Smoke Two Threshold) is irtted to involve fire smoke (normally open)

detectors. This loop is considered to be in ornth@ffollowing statuses:

Armed
Disarmed
Arming Delay
Fire Prealarm

Fire Alarm

The alarm loop is not monitored

The Arming Delay has not yet expired

The alarm loop is monitored, its resistane@dp normal

A single detector has actuated withgnalarm loop

Short Circuit Failure
Open Circuit Failure

Arming Failed

At least two detectors in the alarm loop have detlieorAlarm Delay
has expired after a single detector actuation

The resistance of the alarm loop is less than(100
The resistance of the alarm loop is more tha@6 k

The alarm loop has been open at thmemt of being armed

As soon as a detector included in the alarm loye la&tuated, the Signal-20M generates a FIRE

SIGNAL message and repeatedly queries the cond@fahe alarm loop by doing the following. The
panel unsets loop power for 3 s. If within 55 afiower reset the detector actuates repeateely,the
alarm loop is considered to be in the Fire Prealstatus. Otherwise, if the detector has not adtuate
repeatedly within 55 s, the alarm loop is considdarebe in Armed status. The alarm loop can switch
from the Fire Prealarm status to the Fire Alarnustéf a second detector included into this alamopl
has actuated, as well as if the givdlarm Delay has expired. (IAlarm Delay is set with zero value,
Fire Prealarm status will switch to Fire Alarm sgatmmediately.) The Alarm Delay value of 255 (th
maximum possible value) corresponds to unlimitatebut, and switching from the Fire Prealarm status



to the Fire Alarm status is implemented only a#tetuating of another detector included into thenala
loop.

The integration time for an alarm loop of the Typeis defined in accordance with the
requirements of Clause 4.1.3.

Table 4.2 shows the match between current resistaalcies and corresponding states of alarm
loops of the Type 1.

The wiring diagram for including fire smoke (normyabpen) detectors into alarm loops of the
Type 1 is presented in Appendix E.

Combined Fire Single Threshold Alarm Loop (Type 2)

A loop of the Type 2 (Combined Fire Single Threshak intended to involve fire smoke
(normally open) and heat (normally closed) detexctdmis loop is considered to be in one of the
following statuses:

Armed The alarm loop is monitored, its resistane@dp normal

Disarmed The alarm loop is not monitored

Arming Delay The programmed Arming Delay has narbexpired

Fire Prealarm Either activation of a heat detectorepeated activation of a smoke

detector is recognized within the loop
Fire Alarm TheAlarm Delay has expired after actuation of single detector
Short Circuit Failure| The resistance of the loop is less than @00

Open Circuit Failure| The resistance of the loop is more than 1B K

Arming Failed An attempt to arm the loop has faiedause the loop is activated

A heat detector having actuated, the loop switthélse Fire Prealarm status.

When a smoke detector has actuated, the Signal@@Mrates a FIRE SIGNAL message and
repeatedly queries condition of the loop (see alibeeType 1). If detector actuation is confirmduk t
loop switches to the Fire Prealarm status.

The loop can switch from the Fire Prealarm statuthé Fire Alarm status after expiring of the
setAlarm Delay. If the value of thé\larm Delay equals to zero, then the loop will switch from Hige
Prealarm status to the Fire Alarm status immediafEhe Alarm Delay value of 255 s (maximum
possible value) means unlimited time delay, soldbg never switches from the Fire Prealarm status t
the Fire Alarm status.

The integration time for an alarm loop of the Typeis defined in accordance with the
requirements mentioned in Clause 4.1.3.

Table 4.2 shows the match between current resistaalaes and corresponding statuses of alarm
loops of the Type 2.

The wiring diagram for including fire smoke (noryabpen) and fire heat (normally closed)
detectors into alarm loops of the Type 2 is presgtit Appendix E.

Heat Two Threshold Alarm Loop (Type 3)

A loop of the Type 3 (Heat Two Threshold) is inteddo involve fire heat (normally closed)
detectors.

This loop is considered to be in one of the follogvstates:

Armed The alarm loop is monitored, its resistane@dp normal

Disarmed The alarm loop is not monitored

Arming Delay The programmed Arming Delay has narbexpired

Fire Prealarm A single detector has actuated withgnalarm loop

Fire Alarm At least two detectors brought in tharal loop have actuated, or the
Alarm Delay has expired after actuation of a sirdgeector

Short Circuit Failure| The resistance of the loofess than 2 K



Open Circuit Failure| The resistance of the loop is more than 25 K

Arming Failed An attempt to arm the loop has faiedause the loop is activated

An included detector having actuated, the loopdves to the Fire Prealarm status. The loop can
switch from the Fire Prealarm status to the FirarAl status if a second detector in the loop has
actuated, or the programmédarm Delay has expired. If thélarm Delay is equal to zero, then the
loop switches from the Fire Prealarm status toRhe Alarm status immediately. The Alarm Delay
value of 255 s (maximum possible value) is congdeaxs infinite time delay, when switching from the
Fire Prealarm status to the Fire Alarm status canntplemented only after actuation of a second
detector within this alarm loop.

The integration time for an alarm loop of the TyPeis defined in accordance with the
requirements mentioned in Clause 4.1.3.

Table 4.2 shows how current resistance valuesashaloops of the Type 3 matches with its
corresponding states.

The wiring diagram for including fire heat (normaltlosed) detectors into alarm loops of the
Type 3 is presentad Appendix E.

Intrusion Alarm Loop (Type 4)

A loop of the Type 4 (Intrusion) is intended to ahwve any intrusion detectors, both normally
open and normally closed, and powered either dweldop or separately.

This loop is considered to be in one of the follogvstates:

Armed The alarm loop is monitored, its resistane@dp normal

Disarmed The alarm loop is not monitored

Arming Delay The programmed Arming Delay has ndteyeired

Intrusion Alarm The alarm loop has been activated

Arming Failed An attempt to arm the loop has faiedause the loop is activated

An Intrusion alarm loop is considered to be actdat its resistance goes out of normal range as
well as if it jumps by more than 10 % (providedtttiee 10% Deviation Blocking parameter is set off).
Activating an intrusion alarm loop causes it toegrthe Intrusion Alarm status.

An alarm integration time for this type of alarmops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

Table 4.2 shows how the alarm loop resistanceshmaith the states of an alarm loop of the
Type 4.

The wiring diagram for including intrusion detecanto alarm loops of the Type 4 is presented
in Appendix E.

Intrusion Alarm Loop with Tamper Monitoring (Type 5 )

A loop of the Type 5 (Intrusion with Tamper Monitay) is intended to involve a single intrusion
detector and the tamper switch of this detector.

This loop is considered to be in one of the follogvstates:

Armed The alarm loop is monitored, its resistane@dp normal

Disarmed The alarm loop is not monitored

Arming Delay The programmed Arming Delay has ndteyeired

Intrusion Alarm The alarm loop has been activated

Arming Failed An attempt to arm the loop has faiedause the loop is activated
Tamper Alarm The case of the disarmed detectobbas tampered

Tamper Restored The tamper of the disarmed detkatobeen restored
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When the alarm loop is armed, either any skip ef tbsistance value (by more than 10%) or
actuation of the detector (opening of its alarmtaot), or tamper switch actuation causes the lodpet
considered as being in the Intrusion Alarm stafvisen the alarm loop is disarmed, either tampercéwit
actuation or loop short circuit failure causes #@m loop to be considered as being in the Tamper
Alarm status.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

The recovery time of the alarm loop (the time t@ngit from the Tamper Alarm status to the
Tamper Restored status) is 15 s.

Table 4.2 shows how the alarm loop resistanceshmaith the states of an alarm loop of the
Type 5.

The wiring diagram for including intrusion detecanto alarm loops of the Type 5 is presented
in Appendix E.

Auxiliary Alarm Loop (Type 6)

Auxiliary alarm loops (loops of the Type 6) areeintled to monitor operability and conditions of
firefighting equipment as well as sensors and etics not related directly with fire or intrusiolaans.
Devices with dry contact (both normally closed ape&n) or open collector outputs can be includeal int
such alarm loop.

This loop is considered to be in one of the follogvstates:

Auxiliary Zone Restored

Auxiliary Zone Alarm

If the resistance of an alarm loop of the Type 6 been out of the normal range for more than
300 ms, then the alarm loop is considered to henAuxiliary Zone Alarm status. When the loop is
restored (that is, its resistance has been witiembrmal range for more th@mming Delay seconds),
the loop is considered to be in the Auxiliary Restostatus.

An auxiliary alarm loop isalways monitored; it cannot be blocked or disarmed. # Hrming
command addressed to this loop is received, th&celeesponds with the message about its current
status.

When a status of an Auxiliary alarm loop has chdntie Signal-20M transmits the network
controller a relevant message. The events related tAuxiliary alarm loop are not stored in therailg
20M non-volatile memory. Thus, if a status of arxiary alarm loop has changed several times during
communication loss, after communication’s havingtaeed the network controller receives either a
single last message or no message if the curranissof the loop is just like as the last transditt
status.

If an Auxiliary alarm loop is related to a Signd@M2 relay output, then activation of this loop
locks starting the relay in accordance with exeeuprograms ##1 — 8 (general-purpose), #A3P7),

#2 (Sren), #33 ASPT-1), #34 ASPT-A), #35 (ASPT-Al), see Table 4.4. This functionalgysuitable,
for example, to lock automatic starting of gasfigleting installations when a door in protectedrpiges
is open.

Table 4.2 shows how the alarm loop resistanceshmaith the states of an alarm loop of the
Type 6.

Wiring of normally closed and normally open detestand other monitored circuits of dry
contact type into an alarm loop of the Type 6 igdenaimilar to connection of intrusion detectoroint
alarm loops of the type 4 (see Appendix E).

Entrance Alarm Loop (Type 7)

A loop of the Type 7 (Entrance) is intended to ineoany intrusion detectors, both normally
open and normally closed, and powered either dweldop or separately.

This loop is considered to be in one of the follogvstates:

Armed The alarm loop is monitored, its resistane@dp normal
Disarmed The alarm loop is not monitored
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Arming Delay The programmed Arming Delay has ndteyeired
Entrance Alarm The alarm loop has been broken

Intrusion Alarm Since activation of the alarm loop the time of givdarm Delay has
been expired

Arming Failed An attempt to arm the loop has faibedause the loop is activated

An Entrance alarm loop is operated similarly tolamusion alarm loop, except for this loop
switches to the Entrance Alarm status immediatéisr ats activation. Then, if this alarm loop istno
disarmed or armed until thelarm Delay has been expired, the loop switches to the Irdrugilarm
status.

While the alarm loop is being in the Entrance Alastatus, no relay controlled in accordance
with one of the general-purposed executive progr@ths- #8) or Siren program (# 12) is activated.

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

Table 4.2 shows how the alarm loop resistanceshmaith the states of an alarm loop of the
Type 7.

Intrusion detectors are wired into an alarm loophef Type 7 similarly to connection of intrusion
detectors into alarm loops of the type 4 (see AdpeR).

Panic Alarm Loop (Type 11)

All kinds of normally closed and normally open pabuttons, pedals and so on can be brought
into a Panic alarm loop (Type 11).

This loop is considered to be in one of the follogvstates:

Armed The alarm loop is monitored, its resistane@dp normal

Disarmed The alarm loop is not monitored

Arming Delay The programmed Arming Delay has ndteyeired

Panic Alarm Activation of the loop has been detécte

Arming Failed An attempt to arm the loop has faibedause the loop is activated

A Panic alarm loop is operated similarly to anuston alarm loop, except for this loop switches
to the Panic Alarm status after it has been a&d/at

The Panic Alarm status is indicated only by thatigdicators of the Signal-20M and can initiate
only those related relays which are programmedptraie in accordance with Alarm Output 1 (#10) or
Alarm Output 2 (#16) executive programs (the relagtacts being opened). The internal sounder of the
Signal-20M also is not activated upon a Panic Alarm

An alarm integration time for this type of alarnops can be 70 ms or 300 ms depending on the
programmed value of tH#00-ms Integration Timeparameter.

Table 4.2 shows how the alarm loop resistanceshmaith the states of an alarm loop of the
Type 11.

Panic buttons are wired into an alarm loop of tlypel 7 similarly to connection of intrusion
detectors into alarm loops of the type 4 (see AdpeR).
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Programmable Auxiliary Alarm Loop (Type 12)

This type of alarm loops can be used to monitodd@ns of various equipment and detectors,
including those which are not related directly wiitte and intrusion alarms. Any detectors or desice
with dry contact or open collector outputs canrmuded into an alarm loop of the Type 12.

A Programmable Auxiliary alarm loop can be in odive different states which match each to
its own resistance range. These states and ressta@tues matched with them are user programmable.
Accordingly, if a device can be in one of someatignt conditions and has several output contduts, t
device can be monitored by means of a single alaom In such a case the output contact of thecgevi
must be included into the alarm loop along witHetént additional or shunt resistors. By such amean
the loop can be monitored for short and open fadur

Sound and light indication of the Signal-20M asIves the way this loop impacts on a related
relay (that is, the executive program assigned thighrelay) are defined by the states this loopreanh.
Switching between statuses of a Programmable Aanyilalarm loop is defined only by changing its
resistance and is not affected by any other loomrpaters or network controller commands. The
integration time for switching between statusegeserally equal to 300 ms. But if an alarm loopheaf
Type 12 has entered such status as Armed, Disarexliary Zone Restored, or any other *
Restored”, the integration time for this statusedsial to a programme&tming Delay value.

A Programmable Auxiliary alarm loop @&ways monitored and cannot be blocked or disarmed. If
the arming command addressed to this loop is redeithe device responds with the message about its
current status.

When states of alarm loops of the Types 12 aregdthathe Signal-20M transmits the network
controller relevant messages. The events due r&ronable Auxiliary alarm loop are not stored ia th
non-volatile device memory. So, if during a losscommunication an alarm loop of the Programmable
Auxiliary Type has changed its status several tintken on restoring communications the network
controller will receive either a single message@messages if the current status of the alarmibte
same as the last transmitted status.

The parameteArming Delay (Exit Delay) defines the time in seconds in whiisé panel tries to
arm the alarm loop after receiving the relevant m@mnd. Non-zeré\rming Delay is usually used for an
entrance alarm loop when after issuing an armingmeand the alarm loop can be violated by user
(protection of the entrance door). Moreover, ifdsefarming the alarm loop a panel relay should be
activated (the executive progre@witch On for a Time before Arming) then the alarm loop must have
a non-zerdArming Delay. Otherwise the relay will not switch because theetof activation of the relay
for this program cannot exce@adming Delay.

Alarm Delay for an Entrance alarm loop (Type 7) is a delaywwitching from The Entrance
Alarm status to the Intrusion Alarm status (thetfgrmelay”). It should be selected so that a user c
have enough time to disarm the alarm loop aftezrerg the premises.

For a fire alarm loop (of the Type 1, 2, or 3) tlarm Delay means the time of switching from
the Fire Pre-alarm status to the Fire Alarm stadlsrm loops of the Types 1 and 3 (with recognitan
double activation) can switch to the Fire Alarmtigsain case of activation of a second fire alarnarin
alarm loop. IfAlarm Delay is equal to 255 s, the panel doesn’t enter the Rlarm mode by time
(unlimited delay). In such case alarm loops of Tlgpe 1 and 3 can enter the Fire Alarm status oitéy a
activation of a second detector in the alarm lodplevan alarm loop of the Type 2 will enter theeFir
Alarm status on no conditions. For alarm loopshef Types 6 and 18larm Delay defines the time of
restoring the alarm loop or the time of transitimiween states.

If on arming an alarm loop its resistance is I&sstnormal, for example if a smoke detector has
responded, the panel automatically resets the dlmom (shuts off power voltage of all the alarmpeo
for 3 s).Loop Analysis Delayfor any type of alarm loops is the duration ofaauge after de-energizing it
and before analyzing it (on re-querying the staifis fire alarm loop and on arming). This delay
provides bringing detectors with high pre-operatiome (damping time) into alarm loops of the paitfel.
after “resetting” the alarm loop the detector patevia the loop returns to the quiescent mode for a
long time (consumes current heavily for a long jimeshould be programmed withoop Analysis
Delay which slightly exceeds the maximum pre-operatiaretof the detectors brought into the alarm
loop. The minimum hardware delay is 1 s.
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The parameteiever Disarmeddisables disarming the alarm loop by any way. Paiameter is
usually to be set on for fire and panic alarm lotpsvoid their accident disarming, for exampleaby
command from the network controller. If the alaroop enters the Intrusion Alarm status, the Panic
Alarm status, the Fire Pre-alarm status, the FieerA status, or the Arming Failed status then agmin
and disarming the alarm loop will result in a tgyitop arm the alarm loop ("Alarm Reset"). As a hgsu
the alarm loop will enter the Armed status agdith@ alarm loop resistance is normal) or in thenfg
Failed status (id the alarm loop is violated).

If the alarm loop has entered the Arming failedug4the alarm loop was violated in the moment
of arming) and for this alarm loop the attribdteto Rearming After Failing has been set on then this
alarm loop will automatically enter to the Armedtsis as soon as the resistance of the alarm loop is
within the normal range for 3 s.

If the alarm loop has entered the Intrusion Alataius, the Panic Alarm status, or the Fire Alarm
status and for this alarm loop the attribAig#go Arming After Alarm is set on then the alarm loop will
automatically enter the Armed status as soon agsistance is being normal for the time equaddift
timesAlarm Delay (in seconds). If Alarm Delay is set to zero theoreery time is 15 s.

The parametebisarmed Loop Monitoring obliges the panel to monitor the alarm loop afso i
the disarmed condition. If the resistance of therral loop is normal, the panel sends the network
controller a Disarmed Loop Restored message, btiteifalarm loop is violated the panel sends the
network controller a Disarmed Loop Alarm. The intgn time for generating a Disarmed Loop Alarm
is 300 milliseconds while for generating a Disarrhedp Restored this time is equalAtarm Delay.

The parameterRelay 1...5 Controlassign the alarm loop with the relays of the pahel status
of the alarm loop must have an effect on a panalyrthen the relevant parameter must be set on.
Otherwise the parameter should be set off.

If a panel relay is expected to be controlled by tietwork controller (centralized relay control)
then the parameteRelay 1...5 Controlmust be set on for all the alarm loops for theegivelay.

If changing the alarm loop status must result int@wng a relay on or off (in accordance with
the executive program for the relay) then the reldlybe switched on/off not immediately but in &mn
equal toRelay 1...5 Activation Delayfor this alarm loop. For the specific executivegmams such as
9 ("Lamp™), 10 ("Alarm Output 1), 13 ("Fire Outpit14 ("Trouble Output"), 15 ("Fire Lamp"), and 16
("Alarm Output 2") (see Table 4.4) the param&etay 1...5 Activation Delayis ignored and the relay
is switched immediately after changing the stafut® alarm loop.

The parameteFire Loop Requery Prohibition disables repeated queries of status of alarm
loops of the Type 1 or 2 in case of a responsesiigle detector. IFire Loop Requery Prohibition is
set on then activation of a single detector willitsiw the alarm loop to the Fire Pre-alarm status
immediately.

The 300-ms Integration Time parameter enables setting the integration timéntousion alarm
loop (of the Types 4, 5, 7, 11). The integrationdiof 300 milliseconds corresponds to the value"On
while 70 milliseconds correcpOonds to the valuef"Offo increase reliability of the panel operatiemd
to decrease false alarms, we recommend to sentbgration time to the value of 70 ms only when
strictly necessary.

The10 % Deviation Blocking parameter disables analysis of sharp jumps inesistance (more
than 10 % of a steady state value) for intrusiarmalloops, if the distinction doesn’t run out oéth
normal range. Set this parameter for the alarm dowpich comprises detectors producing essential
ripples.
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Table 4.2. Resistance Values for Different Alarm Loop States

Loop Type Alarm Loop States
(tl\j\;(r)eo'?lrirg:e Fire Pre-alarm
Short circuit (a smoke detector Norm Open circuit
smoke detectors has responded)
Type 1 - have responded) P
Smoke Two
Threshold - -
100 Qto 1.56 K 11 t0o1.8K
Less than 100 Q 22t054K More than 6.6 K
* Depends on the load current of the
loop
A smoke detector A heat detector
Type 2 —Fire Short circuit has responded Norm has responded Open circuit
Combined (Fire Pre-alarm, (Fire Pre-alarm,
Single Fire Alarm) Fire Alarm)
Threshold
Lessthan 100 Q| 100Qto 1.8K 22t054K 6.6 Kto 14.4 K More than 16 K
. Fire Alarm
Fire Pre-alarm (two or more heat
Short circuit Norm (a heat detector detectors h Open circuit
Type 3 — Heat has responded) etectors have
Two Threshold responded)
Less than 1.8 K 3.0Kto54K 6.6 Kto 11 K 125Kt0 225K More than 25 K
Norm Intrusion Alarm
Type 4 —
Intrusion 29 Kto10 K Less than 1.8 K, more than 12 K or has jumped by more
' than 10 %
Norm Intrusion Alarm Tamper Alarm
Type 5 -
Intrusion with Less than 1.8 K or 6.6 K10 9.0 K;
Tamper 22 1054K less than 6.6 K More than 20 K;
Monitoring ' ' (in the Armed Less than 100 ohms.
status) (for states Disarmed, Arming Delay, Arming Failed)
Auxiliary Zone Restored Auxiliary Zone Alarm
Type 6 —
Auxiliary 221t05.4K Less than 1.8 K or more than 6.6 K
Norm Entrance / Intrusion Alarm
Type 7 — -
Entrance 221054 K Less than 1.8 K, more than 6.6 K or has jumped by more
than 10 %
Norm Panic Alarm (Attack)
Type 11 — -
Panic 221054 K Less than 1.8 K, more than 6.6 K or has jumped by more
than 10 %
T 12 Status 1* Status 2* Status 3* Status 4* Status 5*
ype - — Less than R1’ R1 to R2’ R2 to R3’ R3 to R4’ More than R4’
Programmable :
Auxiliary * — The states of alarm loops and threshold values of alarm loop resistance are to be

programmed (see Clause 5.4.2)
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4.1.3 Short-time violations of the alarm loops for a timevhich the panel doesn’t switch to an
alarm mode ("Integration Time" of an alarm loop)ktt

— 50 ms and less for intrusion alarm loops if 300Imsgration Time is off;

— 250 ms and less for all other alarm loops if 300msgration Time is on.

Violations of the alarm loops for a time in whidtetpanel enter an alarm mode last:

— 70 ms and more for intrusion alarm loops if 300Integration Time is off;

— 300 ms and more for intrusion alarm loops and aléwops of the Type 12 if 300 ms
Integration Time is on.

For alarm loops of the Types 1, 2, 3 the violatione of the alarm loop after which the panel
enters an alarm mode can be 300 ms to 3 s depeaditige nature of transition process in case of the
violation. If the alarm loop comprises detectorshwiigh values of internal capacity then the indign
time in case of a violation will increase inverstythe rate of the transition process. The minintata
of voltage’s changing in the alarm loop for maximintegration time is 0.5 V/s.

4.1.4 The panel provides powering current-consumed twe-witrusion and fire detectors from
the alarm loops.

The number of detectors per an alarm loop is estidhaith the formula:

N=Im/i, where:
N stands for the number of the detectors in theralaop;
Im stands for the maximum load current:
- Im = 3 mA for alarm loops of the Types 1, 4, 617, 12;
- Im = 1.2 mA for alarm loops of the Type 2;
i stands for the current consumed by a detectdra@muiescent mode, mA.

For an alarm loop of the Type 1 (Smoke Two Threbhiblen the detectors in use must be operable in
case of detector voltage’s dropping to 12 V.

4.2 Relays

The relays of the panel can be controlled by artheftwo ways:

— In accordance with a states of the alarm loopgasdiwith the relayl¢cal control);

— By commands of the network controlleegtralized control).

To control relays depending on states of the ala@ops, you should set the links between the
relay and the alarm loops by means of the parasi@eday 1...5 Control for the relevant alarm loops,
setRelay 1...5 Activation Delay and seExecutive ProgramandRelay Activation Time for each of
the relays.

Executive program defines how the relay will be controlled for varsostates of the alarm loops
assigned with the relay. The executive programsleseribed in Table 4.4.

Relay Activation Time gives the time of activation (switching off) thelay for the executive
programs which have time parameters ("Switch Onf@fa Time").

For all the executive programs except for No.Na®, 13, 14, 15, 16 (see Table 4.4), switching
on (off) the relay when an alarm loop status changél be delayed for the time specified in the
parameteiRelay Activation Delay for each the alarm loop. Thus, for various alaowpk of the panel
assigned with the same relay output you can progeious values of activation delay.

For executive programs No.1 to No.8 (general-pwegmegrams), 11 ("ASPT"), 12 ("Siren"), 33
("ASPT-1"), 34 ("ASPT-A"), 35 ("ASPT-A1") activatioof an Auxiliary alarm loop (Type 6) assigned
with the relay disables switching on the relayafter recovering the Auxiliary alarm loop the cadratis
of switching on the output from other alarm loogggist then for programs with unlimited activation
time (the programs 1, 2, 5, 6) as well as for progg 11 ("ASPT") and 33 ("ASPT-1") the relay output
will be switched on again while for the program#437, 8, 12, 34, and 35 the relay output will het
switches on. Thus, a violation of an Auxiliary ataloop stops executing of general-purpose programs
with unlimited activation time and the programs ™IS and "ASPT-1" and disables the general-
purpose executive programs with limited activatione as well as the programs "Siren", "ASPT-A",
and "ASPT-A1".

If in the panel configuration a link of the relaythwthe alarm loops is programmed then remote
control commands from the network controller (oviee RS-485 interface) will be ignoretocal
control of arelay is of more priority than centralized control.
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In order a panel relay can be controlled remote)ydommands of the network controller:

— In the panel configuration disable the links betwte relay and alarm loops (set the

parameteRelay 1...5 Controlfor all the alarm loops);

— Assign the relay with any executive program impdyaproper initial condition ("On" or

"Off");

— In the database of the network controller assigrréthay with relevant partitions and define

the executive program, the activation delay, aedr#thay activation time.

Executive Programin case of not assigning the relay with the aldoops defines only the
initial condition of the relay — the condition whithe relay has after powering up the panel. Fostmo
cases, for that relay of the panel which is to batrolled centrally you need to defiiexecutive
Program which implies “Off” initial conditions, for exampl the program 1 ("Switch On"). After
powering up the panel and till receiving a remab@tml command which switches the relay to the
position corresponding to the current status ofpiditions assigned with the relay some time cane;
so if a centralized control command is in use whinoplies “On” initial condition then it is advisabto
switch the relay to the “On” condition just afteovpering up. For doing so, aby executive program
should be assigned to the relay which has “Oniahitondition, for example the program 2 ("Switch
Off").

Table 4.3. Relay Configuration Parameters

Parameter Description Range

Defines the behavior of the relay output

Executive depending on states of the alarm loops
: L 1...37
Program assigned to the relay and the initial state of
the relay
D_eﬂnes the time interval f_or which .the relay 0s1t08192 s
Relay will be switched on or off if the assigned (up o 2 hours 16 minutes 32s)
Activation Time executive program implies the limited P

L . in increments of 0.125 s
activation time

Provides transmitting events about output
condition changes in order to display the
Relay ON/OFF Events | relay state by external annunciators and On / Off
logging events about switching the relay on
and off in the system log

1 — Without Monitoring
Defines the tactics of monitoring of external

Monitor For circuits of outputs “relay 4” (K4) and “relay 5” _
(K5) 3 — Short Failure

2 — Open Failure

4 — Open and Short Failure

Executive Program defines the method the relay output will be cdigtb depending on the
current status of the alarm loops related withréday output (for local control) or the initial cdition of
the relay after powering the Signal-20M until reteg a first control command from the network
controller (for centralized control). Table 4.4 deiges all available executive programs for then8ig
20M.

Relay Activation Time gives the time interval the relay will be activéfer (switched on or off)
if the assigned executive program implies the kahiactivation time. The maximum time interval the
relay can be activated for is that is 65535 wakr of 0.125 s each.

Monitor For parameters for outputs “relay 4” (K4) and “reldy(85) define the kind of troubles
of external device circuits connected to these wstprhich will be monitored for. The failures suah
open circuit failures, short circuit failures, ootb open and short failures will be monitored witho
regard to relay output’s being switched on or d#ible 4.5 shows how the Signal-20M considers the
values of load circuit resistances to be matcheabeorarious circuit conditions.
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Relay ON/OFF Eventscan be set on individually for each relay outpiuthe parameter is set on
then any change of output state is transmitted meteavork controller as an event with specifying the
mode of switching.

Table 4.4. Executive Programs for Relay Outputs

No. Program Description Initial Condition
0 Remote Control The relay is controlled only remotely Off
1 Switch On The relay is switched on if there is an Intrusion Alarm or off
Fire Alarm

5 Switch Off The relay is switched off if there is an Intrusion Alarm or on
Fire Alarm

3 Switch On for a Time The relay is switched oh for a specified time if there is Off
an Intrusion Alarm or Fire Alarm

4 Switch Off for a Time The relay is switched off for a specified time if there is on
an Intrusion Alarm or Fire Alarm

5 Blink From Off Condition The relay is switched oh/off once per second if there is Off
an Intrusion Alarm or Fire Alarm

6 Blink From On Condition The relay is switched op/off once per second if there is on
an Intrusion Alarm or Fire Alarm

Blink for a Time From Off The re_lay |_s smtched qn/off once.per second fo_r a
7 . specified time if there is an Intrusion Alarm or Fire Off
Condition
Alarm
Blink for a Time From On The rejlay |.s smtched Qn/off once.per second for a
8 . specified time if there is an Intrusion Alarm or Fire On
Condition

Alarm
In case of a Fire Alarm the relay is switched on/off
alternately twice per second
In case of a Fire Prealarm the relay is switched on for a
short time every second
In case of an Intrusion Alarm, or Entrance Alarm, or

9 Lamp Arming Failed the relay is switches on/off alternately See
once per second Note 1
In case of a Trouble the relay is switched on for a short
time once per two seconds
If an alarm loop is armed the relay is switched on
If all alarm loops are disarmed the relay is switched off
If all the alarm loops related with the relay are armed See

10 Alarm Output 1 then the relay is switched on, otherwise the relay is Note 1

switched off

The relay is switched on for a given time if two or more
alarm loops related with the relay have Fire Alarm
status and there are no Auxiliary loops broken. The
broken Auxiliary loop will block switching on. If the

11 ASPT Auxiliary loop is broken while the Relay Activation Delay Off
has not yet expired then, after recovering of the loop,
the relay output will be switched on for a specified time.
(That is, breaking of the Auxiliary loop temporary blocks
activation delay counting.)

In case of a Fire Alarm the relay is switched on/off for a
specified time in mode ‘On for 1.5s and Off for .55’

In case of a Fire Prealarm the relay is switched on/off
12 Siren for a specified time in mode ‘On for .5s and Off for 1.5s’ Off

In case of an Intrusion Alarm the relay is switched on
for a specified time

Otherwise the relay is off
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No. Program Description Initial Condition
If the related loop has Fire Alarm or Fire Prealarm See
13 Fire Output status then the relay is switched on, else the relay is
. Note 1
switched off (open)
If there are related alarm loops having Trouble, Arming See
14 Trouble Output Failed, or Disarmed status, the relay is switched off.
. . . Note 1
Otherwise the relay is switched on
In case of a Fire Alarm the relay is switched on/off twice
per second in mode ‘On for .25s and Off for .25s’
In case of a Fire Prealarm the relay is switched on/off
once per second in mode ‘On for .25s and Off for .75s’
15 Fire Lamp In case of a Trouble the relay is switched on/off once See
per 2 seconds in mode ‘On for .25s and Off for 1.75s’ Note 1
If all the alarm loops related with the relay are armed
the relay is switched on
Otherwise, the relay is switched off
If all the alarm loops related to the relay are armed or
disarmed (that is, there is neither Intruder Alarm, nor See
16 Alarm Output 2 Silent Alarm, nor Entrance Alarm, nor Fire Alarm, nor Note 1
Trouble, nor Arming Failed condition) the relay is
switched on, otherwise the relay is switches off
Switch On For a Time If the related alarm Iogp is being armed (t.he Arming
17 . Delay has not yet expired) the relay is switched on for a Off
Before Arming . .
given time
Switch Off For a Time If the related alarm Iogp is being armed (t_he Arming
18 . Delay has not yet expired) the relay is switched off for a On
Before Arming . .
given time
Switch On For a Time |If any related alarm loop has just been armed the relay
19 . . : . . Off
Upon Arming is switched on for a given time
Switch Off For a Time |If any related alarm loop has just been armed the relay
20 . . : . . On
Upon Arming is switched off for a given time
21 Switch On For a Time  |If any related alarm loop has just been disarmed the Off
Upon Disarming relay is switched on for a given time
Switch Off For a Time |If any related alarm loop has just been disarmed the
22 . . . . . . On
Upon Disarming relay is switched off for a given time
23 Switch On For a Time |If arming of any related alarm loop has just failed the Off
When Arming Failed relay is switched on for a given time
24 Switch Off For a Time |If arming of any related alarm loop has just failed the on
When Arming Failed relay is switched off for a given time
25 Switch On for a Time Upon(|If there is an Auxiliary Alarm the relay is switched on for off
Auxiliary Loop Breaking |[a given time
26 Switch Off for a Time Upon| If there is an Auxiliary Alarm the relay is switched off for on
Auxiliary Loop Breaking |a given time
Switch On If at least one related loop is disarmed the relay is
27 . . . Off
Upon Disarming switched on
Switch Off If at least one related loop is disarmed the relay is
28 . . . On
Upon Disarming switched off
Switch On If at least one related loop is armed the relay is
29 : . Off
Upon Arming switched on
Switch Off If at least one related loop is armed the relay is
30 : . On
Upon Arming switched off
Switch On
31 Upon Auxiliary Loop In case of an Auxiliary Alarm the relay is switched on Off
Breaking
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No. Program Description Initial Condition

Switch Off
32 Upon Auxiliary Loop In case of an Auxiliary Alarm the relay is switched off On
Breaking

The relay is switched on for a specified time if the alarm
loop has got Fire Alarm status and there are no
broken Auxiliary alarm loops. If an Auxiliary alarm loop
is broken before Relay Activation Delay has not yet
expired then, when the loop is recovered, the relay
output will be switched on for a specified time. (That is,
breaking of the Auxiliary loop temporary blocks
activation delay counting.)

33 ASPT-1 Off

The relay is switched on for a specified time if two or
more alarm loops related with the output have got Fire
Alarm status and there are no broken Auxiliary alarm
loops. A broken Auxiliary loop cancels activation the
relay, that is, the Auxiliary loop being recovered, the
output will NOT be switched on

The relay is switched on for a specified time if the alarm
loop has got Fire Alarm status and there are no broken
35 ASPT-Al Auxiliary alarm loops. A broken Auxiliary loop cancels Off
activation the relay, that is, the Auxiliary loop being
recovered, the output will NOT be switched on

34 ASPT-A Off

36 Switch On Upon If the alarm loop has got the High Temperature ** Off
Temperature Increase |status the relay is switched on
37 Switch On Upon If the alarm loop has got the Low Temperature ** status Off
Temperature Decrease |the relay is switched on
Notes:

1) Relay’'s behavior is defined by the state of a group of the alarm loops assigned with the relay;

2) Relay Activation Time must be equal to zero for the output assigned to an Auxiliary alarm loop;

3) Only the Auxiliary Programmable alarm loop (of the Type 12) can enter High Temperature or Low
Temperature condition if these states are programmed for this loop.

Table 4.5. States of Output Circuit Depending on the Voltage on the Output’s Minus Terminal

Norm Open Circuit Short Circuit
Output ON Output OFF Output ON Output OFF

Any voltage in the range of
0.35Vto4.0V Lessthan 0.05V | Morethan4.1V | More than 4.5V Less than 0.3 V

Table 4.6. Output Status Indicator Behavior

No. Output Status Indicator Behavior
1 Off Off
2 On Lit in red
3 Switches on and off alternately Turns on in red interruptedly in phase with the output
A trouble of the monitored :
4 circuit Flashes in yellow:
(for "relay 4" and "relay 5") on for 0.125 s/ off for 0.875 s

4.3 Device Parameters

4.3.1 The configuration parameters of the panel defirecifigs of its operation as part of an
Orion system and provide limitation of some confurictions with due regard to safety requiremeifits o
the protected premises.
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Configuration parameters of the panel are showirairie 4.7.

Table 4.7. Panel Configuration Parameters

Parameter Description Range
Digits in PIN Code Defines the length (the number of digits) in a User > 6
password
Prevent Factory Reset Prevents a possibility to reset current settings of the on / Off

panel to their default (factory) values manually

Defines the way the panel is switches to the Power
Failed mode: in case of a power failure at one or On / Off
both power inputs

Both Power Inputs
Monitoring

The built-in sound alarm and the external sound
alarm can be silenced using the button only On/ Off

after typing a User password
Defines the address of the panel while being

Password Confirmed

Siren Silence

Network Address connected to the RS-485 interface L...127
Defines the admissible delay for the panel to 1.5 ms to 500 ms
Response Pause .
respond to a network controller request in intervals of 0.125 ms

The parameteDigits in PIN Code provides programming a number of digits while tygpa User
password (PIN) on the panel keypad. The minimumberof digits is two while the maximum value of
digits a User password can contain is Six.

Prevent Factory Resetcan be used if there is a possibility of unauttexi(unintended) reset of
the current settings of the panel to their factegtues by maintaining staff's pressing a code
combination on the tamper switch of the panel (Seeise 5.6.6).

The parameteBoth Power Inputs Monitoring defines the condition for the panel to switch the
Power Failed mode: in case of a power failure & power input or in case of power failures at both
power inputs.

If Both Power Inputs Monitoring is set on, the pan#l switch to the Power Failed mode when
the voltage has dropped below 10 V at least afpomeer input; and the panel will return to the qoesg
mode when at both power inputs the voltage haveeded 11 V.

If Both Power Inputs Monitoring is set off, the ghlkeeps operation in the quiescent mode till at
least at one power inputs is higher than 10 V; thedpanel will switch to the Power Failed modehi t
maximum voltage at both power inputs has droppéovb&0 V. The panel will return to the quiescent
mode if a voltage at one of the outputs has exakgde/.

If unauthorized persons can have an access to &hel,psetting on the parameteassword
Confirmed Siren Silencedisables silencing of the built-in sounder as waslithe external sound alarms
by pressing the butto . In such case, to shuthefiinternal sounder and the external sound alarms
a user should type a User password which coderddled in the panel. The butto silences only
the alarms which are connected to a relay opetatékde executive program 12 (Siren).

Network Address is designed to identify the panel exactly withire tOrion system. The panel
sends messages and receives commands from therketardroller only using the address which is
specified by this parameter. Network Address meatitique for each the device in the Orion system.

Adjusting the parametdesponse Pausenables using the panel in systems with a contplica
network configuration in cases when there couldi®élays in the communication channel on changing
data direction. For example, in case of convertirggRS-485 interface into another interfaces inteind
to translate data over local area networks, fities communication channel, or radio channel.

Current values of Network Address and ResponseePears be unset to their factory (default)
values in the Operator mode (see Clause 5.6).

4.3.2 To adjust the panel for a specific application emdse the panel’s features optimally, any
of the parameters of the panel itself, of the al&wops or the relays can be edited using the progra
UProg.exe or Orion Database Administrator tools.

4.3.3 Passwords (PIN Codes).

The panel provides entering, writing, deleting, ahdnging parameters of the following kinds of
passwords:
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— User passwords;

- Operator password;

— Administrator password.

The panel is to be switched to the mode of entexipgssword by pressing

Exiting the mode of entering the password is cdraet:

— Automatically after entering the last digit of thassword;

— After elapsing the timeout of 30 s;

~ On pressinge|

For typing a password (PIN code) loop buttons sitit® 10" are used. Loop buttons"110 24"
are not used while typing a password.

4.3.3.1A User password provides combining alarm loops with any numbera single group and
arm / disarm whether an individual alarm loop frthis group or the group as a whole. In doing se, th
user password can be assigned with the followimgrobrights for each the alarm loop:

— Arming and disarming;

— Without rights to arm (disarming only);

— Without rights to disarm (arming only).

The number of User passwords is 64.

The number of digits in a User password is defimgB®igits in PIN Code.

4.3.3.2The Operator password is used by persons who maintain and adjust thelpdie
Operator password cannot arm or disarm alarm loopshange User passwords or the Administrator
password. On typing the Operator password, theviatlg actions become available:

— Resetting the network address;

— Starting the Diagnostic mode;

— Changing the Operator password;

— Factory resetting.

The number of Operator passwords is one.

The number of digits in the Operator passwordxs si

4.3.3.3The Administrator password is used by persons who do business at the prdtecte
premises. The Administrator password has no righterm and disarm the alarm loops or change
configuration parameters of the panel. On typing Administrator password the following actions
become available:

— Adding new User passwords or changing rights okttisting passwords;

— Changing the codes of the User passwords;

— Deleting all User passwords;

— Changing the Administrator password.

The number of Administrator passwords is one.

The number of digits in the Administrator passwigrdix.

4.4  Operation Modes

The panel provides operating in the following modes

— Pre-Operation Mode;

— Quiescent Mode;

— Power Failure Mode;

— Password Enter Mode;

— Operator Mode;

— Administrator Mode;

— Diagnostic Mode;

— Device Failure Mode.

Please refer to Table 4.8 to see READY LED’s bebrawi various operation modes.

4.4.1 As soon as supply voltage has been applied todhepinput terminals of the panel, the
panel switches from its no-voltage condition to Bre-Operation mode. The time of panel's beindhéen t
Pre-Operation mode is defined by the requiremein®ause 1.12.
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4.4.2 As soon as the Pre-Operation mode has finishedpdnel enters the quiescent mode
when it performs its basic functions monitoring anthlyzing states of alarm loops, controlling relay
and light and sound alarms, and communicates Wwémetwork controller.

The panel sounds with a melody to enable userditlygacognize that the panel has successfully
switched to the quiescent mode.

4.4.3 The panel switches from the quiescent mode to theeP Failure mode if the power
supply voltage at one or both power inputs has pdpbelow 10 V (see Clause 4.3.1 for Both Power
Inputs Monitoring). In this mode the panel keepsrafing but issues warning signals by its READY and
FAULT LEDs and transmits a Power Failed message.

If the power supply voltage has dropped below ®1&/fganel shuts off.

If then the power supply voltage at one or both @oinputs has increased above 11 V the panel
automatically switches from the Power Failure mtmlthe quiescent mode generating a Power Restored
message.

4.4.4 The panel switches from the quiescent mode to #ssword Enter mode when one of the
buttons and®s) . To get more informatibnut this operation mode please refer to Claus€ 5.5

4.4.5 The panel switches from the quiescent mode to ther&@or mode on typing an Operator
PIN code on the panel keypad. To get more informnagibout this mode please refer to Clause 5.6.

4.4.6 The panel switches from the quiescent mode to tmiAistrator mode on typing an
Administrator PIN code on the panel keypad. Torgete information about this mode please refer to
Clause 5.7.

4.4.7 The panel switches from the Operator mode top tlgridstic mode on pressing the “12”
button. To get more information about this modeagpéerefer to Clause 5.8.

4.4.8 The panel enters the Device Failure mode in casesadletecting a failure while testing
the program memory of the microprocessor. The mmgmemory is tested each time the panel’'s power
is turned on.

When the panel has switched to the Device Failuyden

- READY LED is off;

FAULT LED switches on for a second and switchedaffa second alternately;
The sounder issues interrupted sounds;

— Other indicators are off.

If the panel switches to the Device Failure modst jafter powering on, please update its
firmware. For doing so:

1. Forward the Bolid Company the relevant requestigpeg the panel version.

2. As a response, you will receive the program ORIORIOB.exe and an e-file with
microprocessor firmware.

3. Connect the panel to a PC via one of the interfaceerters such as S2000-USB or S2000-PlI.

4. Run ORION_PROG.exe and turn the panel power on.

5. Follow on-screen instruction until firmware has bhegdated. The process of writing the
program into the panel is being displayed by FAUWHD while the sounder silences. Firmware
having been updated, the panel enters the Pre-tipemaode.
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Table 4.8. READY LED Behavior in Different Operation Modes

No. Operation Mode Indicator Behavior
1 | Pre-Operation Mode Off
2 | Quiescent Mode Lit with green
. , Lit in red and green alternately:
3 | Entering User's Password 0.5 s in red, then 0.5 s in green and so on
. Turns on interruptedly in yellow:
4 | Power Failure 0.125 s on and 0.875 s off, and so on
Operator Mode, .
5 Administrator Mode Flashes twice in red and green alternately every second
. . Flashes in red twice per second:
6 | Diagnostic Mode 0.25 s on and 0.25 s off
. . FAULT LED switches on and off alternately:
7 | Device Failure
lson/1soff
Table 4.9. FIRE LED Behavior in Different Operation Modes
No. Operation Mode Indicator Behavior
. Flashes with red:
1 | Fire Pre-Alarm 0.25s0n/0.75 s off
. Flashes with red:
2| Fire Alarm 0.2550n/0.25 s off
3 Others Off
Table 4.10. ALARM LED Behavior in Different Operation Modes
No. Operation Mode Indicator Behavior
. Flashes with red:
1 | Intrusion Alarm 05son/05s off
2 Others Off
Table 4.11. FAULT LED Behavior in Different Operation Modes
No. Operation Mode Indicator Behavior
1 Open or short failure of the alarm | Flashes in yellow once per second:
loop 0.125 s on and 0.875 s off
5 Open or short failure of the Flashes in yellow once per second:
output circuit 0.125 s on and 0.875 s off
3 | Power supply failure Flashes in yellow once per second:
bRl 0.125 s on and 0.875 s off
4 | Trouble Alternately turns on in yellow and turns off:
1sonand1soff
For an alarm loop of the Type 12:
5 Fire equipment fault, Flashes in yellow once per second:
AC power failed, 0.125 s on and 0.875 s off
Battery failed
6 Others Off
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5 Utilization

5.1 Preparation for Using

5.1.1 Safety precautions when preparing the panel fogeisa

— There are no potential hazard circuits within tigndl-20M;

— DO SHUT OFF the panel power before mounting, wirmgmaintaining the panel;

— Mounting and maintaining of the device must be enpénted by qualified specialists.

5.1.2 Mounting the panel:

— The panel can be attached on walls or other castgins of the premises at places protected
against atmospheric fallouts and mechanical damage;

— Attach the panel on the wall at a convenient pldicthe panel is attached in an unwatched
premises, fix it at a height of at least 2.2 m abtihe floor;

— Mount and wire the panel in accordance with theneation diagram in Appendix C.

Isolating diodes for outputs K4 and K5 must be wired as close to the light or sound alarm
contacts as possible.

If the output K4 or/and K5 is/are not in use “clogéhem by a 1 K — 0.5 W resistor.

5.1.3 Connecting RS-485 Interface Bus.

To connect the panel to the network controller the highway interface RS-485, do the
following:

— Connect A and B terminals of the panel PCB to likesand B of the RS-485 interface
respectively;

— Connect 0OV circuit of the panel to the similar qits of the previous device and the next
device in the RS-485 interface bus (this is noessary if the devices are connected to the samerpow
supply);

— Unless the panest not the end device in the interface bus (the first device or the @etice),
remove the jumper on the panel's PCB. The jumpérdated near the A and B contacts and includes a
620Q EOL resistor in the interface bus.

On wiring the RS-485 interface it is recommendedhrtplement the “bus” network configuration
(to connect devices in a chain). If you need toehasizable branch (more than 50 m) from the common
RS-485 bus (for example, to reduce the length efdhble) in is recommended to add an interface
repeater S2000-PI at the place of the branch. Y¥wuuse no more than 10 interface repeater (no more
than 10 branches) for a single RS-485 segment.nlingber of sequentially wired S2000-PI repeaters
(the number of segments) is not limited.

5.1.4 Changing the Initial Configuration of the Panel.

If the panel is to be operated along with othelakyin an Orion system, it must be assigned to a
unique (distinguished from every other) network addresgyed 1 to 127. For doing so connect the panel
to the network controllgother devices must be disconnected from the interface) and change the network
address by means, for example, UProg.exe.

Adjusting the panel for a specific application amging the panel features optimally can require
changing some configuration parameters.

The configuration parameters on receipt have vahes/n in Tables 5.1, 5.2, and 5.3.

Table 5.1. Panel Factory Values

No. Parameter Value
1 | Network Address 127
2 Set Response Pause 1.5 milliseconds
3 Number of Digits in PIN Code 4
4 Prohibit Factory Reset Off
5 Both Power Inputs Monitoring Off
6 | Password Confirmed Siren Silence Off
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Table 5.2. Panel Default Configuration

Configuration Parameters (see Notes)
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Notes:
a) The number refer to the following parameters:
1- Loop Type;
2 - Arming Delay;
3 - Loop Analysis Delay;
4 - Alarm Delay;
5- Relay 1 Activation Delay;
6 - Relay 2 Activation Delay;
7 - Relay 3 Activation Delay;
8 - Relay 4 Activation Delay;
9 - Relay 5 Activation Delay;
10 - Never Disarmed;
11 - Auto Rearming After Failing;
12 - Auto Arming After Alarm;
13 - Disarmed Loop Monitoring;
14 - Fire Loop Requery Prohibition;
15 - 300-ms Integration Time;
16 - 10% Deviation Blocking;
17 - Relay 1 Control;
18 - Relay 2 Control;
19 - Relay 3 Control;
20 - Relay 4 Control;
21 - Relay 5 Control.
0) The character "+" in the table means the paranet@st on while the character "-" means the
parameter is set off.



Table 5.3. Relay Factory Values

Relay Number
Parameter
1 2 3 4 5
Executive Program 10 10 10 9 12
Activation Time, s 8192 8192 8192 8192 120
Relay ON/OFF Events Off Off Off Off Off
Monitor For - - - 4 4

WARNING: The new parameters come into effect only after the panel has been de-energized and
powered up again.

5.2  Fire Alarms

The panel operates in the fire alarm mode if adtleae alarm loop is programmed with the Type
1, or 2, or 3. For such loops the panel providesaimg each loop in the following statuses:

- Armed,

— Disarmed;

— Arming Delay;

— Arming Failed,

— Fire Signal,

— Fire Pre-Alarm;

— Fire Alarm;

— Trouble.

Panel’s indication and sound signaling are desdrnibdables 5.4, 5.5.

5.2.1 An alarm loop is considered to be in the Armedustat it has just been armed and its
resistance is normal. Short-time violations of twened fire alarm loop for a time within 250
milliseconds are not considered as fire alarms.

5.2.2 If the alarm loop is configured with a non-zero AmgnDelay, then on arming it switches
to the Arming Delay mode. If the alarm loop is aated within the time of delay this will not resuit
switching to an alarm mode.

5.2.3 When Arming Delay has expired and if the alarm Isapsistance is normal, the alarm
loop switches to the Armed mode. Otherwise, if ArgriDelay has expired but the alarm loop’s
resistance hasn’t yet been normal, the alarm loogre in the Arming Failed status.

If Auto Rearming After Failing is set on for theaah loop, this one will be automatically armed
and switches from the Arming Failed mode to the d&drmode in case of its resistance has been normal
more than 3 s.

5.2.4 In case of a step-like violation of an armed aldoap for a time more than 300
milliseconds the panel registers the violation sawdches the alarm loop to one of the following ed

— Fire Signal, if a single smoke (normally open) deie has responded in the alarm loop of the
Type 1 or Type 2,

— Fire Pre-Alarm, if a single heat (normally closetector has been responded in the alarm
loop of the Type or Type 3;

— Fire Alarm, if simultaneously two smoke detector$veo heat detectors have responded in the
alarm loop of the Type 1 or Type 3 respectively;

— Trouble, if an open or short failure of the alawop has appeared.

5.2.5 An alarm loop of the Type 1 or Type 2 switches frihra Armed status to the Fire Signal
status if a response from a single smoke deteet®bben registered. In this case the panel reeguitre
status of the alarm loop by resetting the activatedm loop and waiting for its repeated respoifsz.
detector within the alarm loop responds repeatedtlyin a minute, the panel switches the alarm loop
the Fire Alarm status, otherwise (no detector legpanded repeatedly) the panel returns the alaosm lo
to the Armed status.

If Fire Loop Requery Prohibition in the panel cgpfiation is set on for an alarm loop then this
loop switches to the Fire Pre-Alarm status immedyat
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5.2.6 Fire alarm loops switch to the Fire Pre-Alarm stadfter a response of a heat detector or a
repeated response of a smoke detector. The duratieach alarm loop’s being in the Fire Pre-Alarm
status is limited by the programmed Alarm Delayetinfihis delay enables analyzing the circumstances
and, in necessary, cancelling an alarm before génara signal to start a fire-fighting equipment.

After termination of the Fire Pre-Alarm status #arm loop switches to the Fire Alarm status.
Alarm loops of the Type 1 or 3 can be switched frima Fire Pre-Alarm status before elapsing of the
delay if the panel registers and activation of haotdetector (there are two or more responded
detectors).

If the programmed Alarm Delay is equal to 255, thi&rm loops of the Types 1 and 3 can switch
to the Fire Alarm status only after activation wbtor more detectors while an alarm loop of theel'gp
will keep the Fire Pre-Alarm status until the aladras been unset.

Fire Pre-Alarm status is indicated interruptedlytbg FIRE LED: 0.25 s FIRE LED is on and
0.75 s Fire LED is off alternately.

5.2.7 An alarm loop enters the Fire Alarm status eitinecase of activation of two detectors in
a single alarm loop of the Type 1 or 3 or aftemi@ation of the Fire Pre-Alarm mode. When the alarm
loop has entered the Fire Alarm status, among sttiex relays are controlled in accordance with the
programs 1...8, 33, 35.

If Auto Arming After Alarm is set on for an alarmodp, the alarm loop will be automatically
armed and will be switched from the Fire Alarm g$ato the Alarm Delay status if its resistance has
been in the normal range for more than 15 timeg\them Delay value in seconds.

In the Fire Alarm mode FIRE LED is lit interruptgdD.25 s on / 0.25 s off.

5.2.8 An alarm loop switches from the Armed status to Tmeuble mode if a short circuit
failure or an open circuit failure has happenethefalarm loop wires. If the loop has been repadned
its resistance has been in the normal range wlhinthe alarm loop will be automatically armed and
will enter the Armed status.

In the Trouble mode FAULT LED flashes: 0.125 s @875 s off.

5.2.9 In the states Trouble, Fire Pre-Alarm, Fire Alatme built-in sounder can be silenced by
pressing the button .

The built-in sounder will turn on again if anotrearm loop enters the Trouble, Fire Pre-Alarm,
or Fire alarm state.

5.2.101In Fire-Pre-Alarm and Fire Alarm modes an extesmlnd alarm connected to the output
controlled in accordance with the program 12 (Sirean be silenced by pressi after
entering any valid user PIN code.

The external sound alarm will turn on again if &@otalarm loop enters the Trouble, Fire Pre-
Alarm, or Fire alarm state.

5.3 Intrusion Alarms

Depending on the Type of the alarm loop the parm@lides operating in the following intrusion
alarm modes:

— General intrusion alarms (for loops of the Type 4);
Intrusion and detector tampering alarms (for loopthe Type 5);
Entrance alarms (for loops of the Type 7);
Panic alarms (for loops of the Type 11).

Loop LEDs indication and sounds of the built-in sder are shown in Tables 5.4, 5.5.

5.3.1 The panel operates in the mode of general intrualarms it at least one alarm loop is
programmed with the Type 4. The panel recognizddtewing alarm loop states:

- Armed,;
Disarmed,;
Arming Delay;
Arming Failed;
Intrusion Alarm.

5.3.1.1States Armed, Arming Delay, and Arming Failed aireilar to relevant states of fire
alarm loop and are described in Clauses 5.2.1 3.5t the duration of short-time violations ofresd
intrusion alarm loop which don’t cause the loopbdcswitched to an alarm mode is:
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— 50 milliseconds, if 300-ms Integration Time is aff,

— 250 milliseconds, if 300-ms Integration Time is on.

5.3.1.2An alarm loop switches from the Armed mode to th&usion Alarm mode in the
following circumstances:

— The duration of the violation of the alarm loop eeds 70 milliseconds if 300-ms Integration
Time is off;

— The duration of the violation of the alarm loop e&ds 300 milliseconds if 300-ms Integration
Time is on;

— The loop resistance has jumped by more than 10861@ Deviation Blocking parameter
being off for this loop.

When the alarm loop has entered the Intrusion Alstiaitus, then among others relay control in
accordance with programs 1...8 is activated.

If Auto Arming After Alarm is set on for the alartoop, the loop will be automatically armed
and will switch from the Intrusion Alarm mode teetArming Delay mode when its resistance has been
in norm more than the time equal to 15 times valti¢the Alarm Delay configured for the loop (in
seconds).

In the Intrusion Alarm mode ALARM LED flashes: G%n / 0.5 s off.

5.3.2 The panel operates in intrusion alarm and tam@emamode if at least one alarm loop is
programmed with the Type 5. In this mode the paneVides operating the alarm loop in the following
states:

- Armed,;

— Disarmed;

— Arming Delay;

— Arming Failed;

— Intrusion Alarm;

— Short Circuit Failure;

— Tamper Alarm"”.

5.3.2.1 States Armed, Arming Delay, Arming Failed, Intrusiélarm are similar to relevant
states of alarm loops of the Type 4 (see Claus:$.%, 5.3.1.2).

5.3.2.2 The alarm loop switches from the state Disarmethéostate Tamper Alarm if tamper
alarm contacts have been open for more than 303ecbnds

When the detector tamper alarm has been closedldne loop recovers Disarmed state, the
recovery time being 15 s (the contacts of the taraptch of the detector must be closed).

5.3.2.3 The alarm loop switches from the Disarmed statthéoShort Circuit Failure state in
case of the relevant failure of the alarm looprfmre than 300 milliseconds.

When the short circuit failure has been repairedalarm loop recovers the Disarmed state, the
recovery time being 3 s (the resistance of theralanp must be in norm).

5.3.3 The panel operates in the mode of entrance alamtrataf at least one alarm loop is
configured with the Type 7. In this mode the parebgnizes the following alarm loop states:

- Armed,;

— Disarmed;

— Arming Delay;

— Arming Failed;

— Entrance Alarm;

— Intrusion Alarm.

5.3.3.1The states Armed, Arming Delay, Arming Failed areilar to the relevant states of alarm
loops of the Type 4 (see Clauses 5.3.1.1).

5.3.3.2The alarm loop switches from the Armed mode toBhrance Alarm mode in the
following cases:

— The violation time of the alarm loop exceeds 7(disdtonds if 300-ms Integration Time is set
off;

— The violation time of the alarm loop exceeds 300iseiconds if 300-ms Integration Time is
set on;
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— The loop resistance has jumped by more than 10861@86 Deviation Blocking parameter
being off for this loop.

5.3.3.3The alarm loop switches from the Entrance Alarntestia the Intrusion Alarm state when
the Alarm Delay has been elapsed.

The state Intrusion Alarm is similar to the relevatate for alarm loops of the Type 4 (see
Clauses 5.3.1.2).

5.3.4 The panel operates as a panic alarm control iagtlone its alarm loop is programmed
with the Type 11. In this case the panel recogrizegollowing alarm loop states:

- Armed,;
Disarmed,;
Arming Delay;
Arming Failed;

— Panic Alarm.

5.3.4.1The states Armed, Arming Delay, and Arming Failesl @imilar to the relevant states of
alarm loops of the Type 4 (see Clauses 5.3.1.1).

5.3.4.2The alarm loop switches from the Armed state toRaeic Alarm state in the following
circumstances:

— The violation time of the alarm loop exceeds 7(dis@tonds if 300-ms Integration Time is set

off;

— The violation time of the alarm loop exceeds 300iseiconds if 300-ms Integration Time is
set on;

— The loop resistance has jumped by more than 10861@86 Deviation Blocking parameter
being off for this loop.

The alarm loop state Panis Alarm is indicated doylythe panel indicators "1" — "20" and has an
effect on a relay programmed with the program AlaDutput 1 (10) or Alarm Output 2 (16) (relay
contacts become open). The internal sounder kéeptate.

If Auto Arming After Alarm is set on the alarm loayll be automatically armed and will switch
from the alarm status to the Arming Delay statussifesistance has been normal for more thanmésti
Alarm Delay in seconds.

5.3.5 In the states Intrusion Alarm and Entrance Alarre thuilt-in panel sounder can be
silenced by pressing the butto

The internal sounder will be activated again if theo alarm loop enters the Intrusion Alarm
mode or Entrance Alarm mode.

5.3.6 In the Intrusion Alarm state an external soundemeated to the output configured with
the program 12 (Siren), can be silenced by pressi after entering any valid User PIN code.

The external sounder will be actuated again if la@oalarm loop reaches the Intrusion Alarm
status.

Table 5.4. Alarm Loop’s LEDs Behavior for Various States

No. Status of the Alarm Loop Indicator’s Behavior
1 Armed Lit steady with green
2 Disarmed Off
3 Arming Norm Flashes with green four times per second
Delay Activated Flashes with yellow four times per second
4 Arming Failed Flashes with green once per second
5 Fire Signal Flashes once per second with red and green by the following way:

0.25sin green/0.25 s withred / 0.5 s off
Flashes once per second with red:
0.25son/0.75 s off

Flashes twice per second with red:

0.25s on/0.25 s off

Intrusion Alarm, Flashes once per second with red:

Panic Alarm 0.5so0n/0.5s off

Flashes once per second with red:

0.125 s on / 0.875 s off

6 Fire Pre-Alarm

7 Fire Alarm

Entrance Alarm
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No. Status of the Alarm Loop Indicator’s Behavior
Flashes once per second with red:
9 | Tamper Alarm (for Type 5) 0.125 s on/0.875 s off
Flashes once per second with yellow:
10 | Trouble 0.125 s on / 0.875 s off
Table 5.5. Signaling of the Built-in Sounder for Various States of Alarm Loops
No. Status of the Alarm Loop Sounder’s Behavior
1 Armed Off
2 Disarmed Off
3 Arming Delay Off
4 Arming Failed Off
5 Fire Signal Off
6 Fire Pre-Alarm Interrupted two-tone signal
7 Fire Alarm Continuous two-tone signal
8 Intrusion Alarm Interrupted single-tone signal
9 Entrance Alarm Interrupted two-tone signal
10 | Panic Alarm Off
11 | Trouble Short single-tone signal

5.4  Auxiliary Alarms

The panel enables monitoring and transmitting tkevark controller messages about changing
of statuses of various circuits not directly retiate fire and intrusion alarm systems, namely:estaif
contacts of devices blocking fixed fire-fightinguggment, mass sensors, pressure sensors, flowrsenso
position of throttle valves, liquid level contra@ad so on.

For these purposes the alarm loops of the Typeu&iljary) and 12 (Programmable Auxiliary)
are to be used. Loops of these types can neithambed nor disarmed: they are always monitoredhby t
panel.

5.4.1 Auxiliary alarm loops of the Type 6 can be in origveo available states: Auxiliary Zone
Alarm and Auxiliary Zone Restored.

The alarm loop switches from an Auxiliary Zone Atastatus to an Auxiliary Zone Restored
status if the time of violation exceeds 300 miltiseds.

Recovery of the alarm loop (switching from the Aiaty Zone Alarm to the Auxiliary Zone
Restored status) can be carried out automatichliyel resistance of the alarm loop has been normal
within the time equal to programmed Arming Delay.

When an Auxiliary alarm loop is broken, the follogiexecutive programs are blocked:

- 1...8 (general purpose programs);

- 11 (ASPT);

- 12 (Siren);

- 33 (ASPT-1);

- 34 (ASPT-A);

35 (ASPT-Al).

Blocking of a relay upon breaking of a loop of thgoe 6 implies that:

— The relay is not activated if the loop has alrelaggn broken;

— The relay is returned to an initial condition oéthiven executive program if the relay is being
controlled when the loop has been broken.

The relays controlled by programs 1...8, 11 (ASPTJ 88 (ASPT-1) will be activated again
after recovering the auxiliary alarm loop while tteéays controlled by the programs 34 (ASPT-A) and
35 (ASPT-A1) will be off.

5.4.2 Programmable Auxiliary alarm loops of the Type h2lehave five various states defined
by threshold values of alarm loop resistance. Eidgurshows the conditional distribution of available
states and positions of threshold values betwedasst
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Figure 1 States and State-to-State Transition Thresholds Rrogrammable Auxiliary Alarm Loop

Threshold values of resistance which define thasiteon bounds and codes of the states
themselves are user programmable. So, equipmephwhn be in one of several states and thus several
contact groups at the output can be monitored sipgle alarm loop, the contact groups being brought
into the alarm loop with various additional or shugsistors. Also the alarm loop can be monitoad f
open and short failures.

Sound signaling, light indication, and relay cohtwbthe panel are defined by states the alarm
loop reaches. Change of states of a programmakiiaay alarm loop is defined only by change in the
resistance of the alarm loop and doesn’t anywagni@p on other parameters of the alarm loop as well
as on commands of the network controller. The natiggn time in case of changing a state is
300 milliseconds. If an alarm loop enters suchestst Armed, Disarmed, Auxiliary Zone Restored, or
any other ‘Restored’ then the integration time (time of restore) is equal to programmed Arming
Delay for the alarm loop.

Table 5.6 shows status codes and states whichecarogrammed for an alarm loop of the Type

12.
Table 5.6. Programmable States of Auxiliary Programmable Alarm Loops
Sézzjes Status Sé?)t(;Jes Status
1 AC Power Restored 77 Too Low Level
2 AC Power Failed 78 Normal Temperature
3 Intrusion Alarm 82 Heat Sensor Failed
17 Arming Failed 109 Disarmed
24 Armed 118 Entrance Alarm
35 Auxiliary Zone Restored 130 Pump On
36 Auxiliary Zone Alarm 131 Pump Off
37 Fire Alarm 149 Tamper Alarm
38 Auxiliary Zone Alarm-2 152 Tamper Restored
39 Fire Equipment Restored 198 Power Failed
41 Fire Equipment Trouble 199 Power Restored
44 Fire Prealarm 200 Battery Restored
45 Loop Open Failure 202 Battery Failed
58 Panic Alarm 204 Service Required
71 Low Level 206 Low Temperature
72 Normal Level 214 Loop Short Failure
74 High Level 216 Fire Signal
75 Too High Level 220 Gas Press Signal
76 High Temperature 223 Patrol Check

While programming resistance thresholds for states alarm loop of the Type 12, you must know
strictly the resistance range for each of the Istapes. As it is quite a difficult task really, thetual
alarm loop resistances can be approximately cdatuilaased on resistance values expressed in ACD
units and measured by the Signal-20M using the titam

270

=——-1,[K],
Roop ADC *
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Where Rio0p is the actual resistance value of an alarm loap an
ADC is the ADC-value of the resistance measured bytgeal-20M.

This formula enables adequate calculating resistaatues of the loop ranged from 0.1 K to 50 K.
Reading the ADC values is provided either by S282000M console tools or by UProg Configuration
Tool while programming the loop.

5.5 Arming and Disarming Alarm Loops

The panel provides arming and disarming alarm |dypihe following ways:

- Individual arming (disarming) by pressing the relevkey of the loop;

— Arming (disarming) a group of alarm loops associatéth the same User password;

— Group or individual arming (disarming) remotely diynmands of the network controller.

5.5.1 An alarm loop can be armed / disarmed separately only if the alarm loop is associated
with no User passwords. In this case the alarm loop can be armed / disdrjust by pressing the key
with the number of the selected alarm loop.

If the alarm loop is disarmed, then on pressingdbe key the panel tries to arm the alarm loop.
Otherwise, in any other case the panel disarmbote

If Never Disarmed is set on for an alarm loop ttienloop can only be armed again if it is in any
other state except for Armed.

If you hear a long sound while pressing a loop tkey means that you cannot arm / disarm the
alarm loop directly, probably because the alarnp liscassociated with one of the User passwords.

5.5.2 If at least one User password has been registarteinon-volatile memory of the panel
than the user can arm / disarm all the group afhalaops associated with the password. For doing so
make the following:

1) Pres 0 . READY LED should be lit in green and atidrnately.

2) Enter your User password (if you hear a long saaftet entering a last digit of the password

this means that the entered password is wrongratistored in the panel’s memory).

3) If, otherwise, the entered password is registeneitie panel’s memory then after entering the
last digit of the password the LEDs of the loopsoagted with this password will be lit
(disarmed loops are highlighted with red.

4) To arm all alarm loops of the group, pre

5) To disarm all the alarm loops of the group, pre

6) If you would like to cancel entering the passwoiithaut arming / disarming the group of the
alarm loops, pressei|

If you need not arm or disarm all the group of the alarm loops, you can arm/ disarm one or
more alarm loops individually just by pressing the relevant buttons with the numbers of the alarm loops.

If the entered password is assigned with the rightg to arm any given alarm loops these loops
cannot be disarmed and can be only re-armed.

If the entered password is assigned with the righly to disarm any given alarm loops these
loops cannot be armed and can be only disarmed.

5.5.3 The panel permits the network controller to arm dighrm any alarm loops excluding
those ones programmed with the Never Disarmed peamset on.

5.6  Operator Mode

The Operator mode is designed for persons who miairgtnd program the panel. The panel
switches to the Operator mode when an Operator Bl been entered, the following functions
becoming available:

— Resetting the network address of the panel,

— Switching the Diagnostic mode on;

— Changing the Operator password;

— Unsetting the panel configuration to their defaaliues.

5.6.1 For switching to the Operator mode make the foliyyi

1) Double pres 0 .

READY LED shall double flash with green and rectaiately.
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2) Enter the Operator password.
The password consists of six digits, the factorpe@as 123456. A long sound after entering
the last digit of the password means that the paxsbwas been entered wrongly. If the
password is entered correctly, the panel acknowledtlgs by a melody.

3) As soon as the last password digit has been typedobp indicators 11, 12, 13, 14 start
lighting with red.

To select the necessary function, use the followang buttons highlighted with red:

- — to reset the network address of the panel;
- — to start the Diagnostic mode;
- — to change the Operator password,

- — to reset all parameters to their factoryeal

To exit the Operator mode pre or wait for 15neesilast pressing any key. Quitting from
the Operator mode is acknowledged by a melodicasign

After resetting the network address of the panegfter finishing the Diagnostic mode, or after
changing the password the panel returns to setgofi@perator functions.

5.6.2 To reset the network address, double press therblift. After the first press the indicator
11 begins flashing while after the second pressidteork address will be assigned to 127.

5.6.3 To switch to the Diagnostic mode, press the butt@ Entering and exiting the
Diagnostic mode, the panel plays a specific melody.

Refer to Clause 5.8.4 to read more about the Dstgnmode.

5.6.4 To change the Operator password, press the buBtoafter the first press the panel waits
for entering a new six-digit PIN code, the indigat8 being flashing.

After pressing the last, sixth digit the new passhie written to the non-volatile memory of the
device.

5.6.5 To reset all the panel settings to their defaulies, double press the button 14. After the
first press the button 14 starts flashing whileafhe second press of this button all the setimgainset
to the values specified in Tables 5.1, 5.2, 5.3.

The values of the PIN codes of Operator and Adrratisr are 123456 and 000000 respectively.

Success in resetting to the default values is todoéirmed by panel’s playing a specific melody.
Then the panel restarts operating entering theoPegation mode.

5.6.6 If you have forgotten the Operator password, yaureset the panel to the default values
by pressing the panel tamper switch by the follgmvay: a short press — a long press — a short prass
short prest.

To avoid unauthorized resetting the panel, you mamibit manual reset (by pressing the code
combination) setting on the configuration paramPtehibit Factory Reset.

5.7  Administrator Mode
The Administrator mode is designed for persons gagidan business activity in the protected
premises. The panel enters the Administrator mdtier ayping the Administrator PIN code, the
following functions becoming available:
— Assigning new User passwords and changing rightiseoéxisting passwords;
— Changing codes of User passwords;
— Deleting all the User passwords;
— Changing the Administrator password.
5.7.1 To switch to the Administrator mode, do the follogi
1) Double pres .
READY LED shall double flash with green and rectaiately.
2) Enter the Administrator password.
The length of the password is six digits whileféstory value is 000000. A long sound after
entering the last digit of the password means thatpassword has been entered wrongly.
Correct entering of the password is acknowledged melody.

Y A long press means pressing and holding the tamwiéch pressed for at least 1.5 s. A short presans pressing and
holding the tamper switch pressed for 0.1 to 04 gause between presses should be between 0dlGs.
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3) After entering the last digit of the password tbef indicators 11, 12, 13, 14 are highlighted
with green.
A function necessary for Administrator is seledbydoop buttons highlighted with green:

- — to enter new User passwords and changihgsrf existing User passwords;
- — to change codes of User passwords;
- — to delete all the User passwords;

- — to change the Administrator password.

To exit the Administrator mode, pres or wait idrs after a last press of any button. A
melody is played when quitting the Administratordeo

After finishing each of actions mentioned aboves ffanel returns again to selecting of the
Administrator functions.

5.7.2 Each User password can combine in a group any nuofledarm loops. The password
can be assigned with following rights relative &xle alarm loop from the group: the right to arnddis
the alarm loop, no right to disarm the alarm loop,right to arm the alarm loop. An alarm loop it no
assigned to a password is the password has neithsted rights.

To change rights of a User password, press therdtt. After pressing, the panel is waiting for
entering a User password, LED 11 being flashing.

After typing a last digit of the PIN code, the phhighlights the group of indicators of the alarm
loops assigned with the entered password. Indi¢cebavior defines the rights of the password as/sho
in Table 5.7.

Table 5.7. Indicator Behavior Depending on Password Rights

Password Rights Indicator Behavior
Arming / Disarming Flashes with red and green alternately
Arming only Flashes with red
Disarming only Flashes with green
No rights Off

To change the right of the password, press thgartdoop button successively.

If a new password was entered (a password which odot stored in the panel’'s memory), the
panel by default assigns it with the right to ansddm all the alarm loops (the indicators of aé #larm
loops will light with red and green alternately).

If you would like to exit the mode of changing riglof User passwords with preliminary saving
of the changes, pre , else p

5.7.3 To change the code of any existing User passwoedspghe button 12. After pressing the
button the panel is waiting to entering a User wasg, the indicator 12 being flashing.

If after entering the last digit of the PIN codeuybear a long sound from the panel it means
you've entered a wrong password; otherwise, if lyear a short double sound it means the password has
been entered correctly and you can enter a newafathe password. The password having been entered,
the panel automatically returns to the mode ofcsielg administrator functions.

5.7.4 To delete all the User passwords, double presbutien 13. After the first press the LED
13 begins flashing while after the second presp#mel deletes all the User passwords from its nmgmo

5.7.5 To change the Administrator password, press thtobut4. After pressing the panel is
waiting for entering a new six-digit PIN code, ihdicator 14 being flashing.

After entering the last digit the new passwordagesl in the non-volatile memory of the panel.

5.8 Maintenance

To make sure your Signal-20M panel keeps properatyidy, the panel should be inspected by a
competent specialist at least annually. The ingpeetigorithm shall include:

— Visual checking the Signal-20M for contaminationsl anechanical damage;

— Inspection of panel’s operability in accordanceéw@ause 5.8.3 of this Manual;

— Verifying the Signal-20M for secure mounting anademconnection conditions.

5.8.1 This technique is designed to inspect operabilitythe panel on receipt and while
operating in protected premises. The inspectido ¥ carried out by maintenance engineers.
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If the panel fails to meet the requirements ofittepection techniques, you can make a claim to
the manufacturer.
5.8.2 The panel should be inspected under the followmbiant conditions:
— Temperature 25 +10°C,;
— Relative humidity 45 80 %;
— Atmospheric pressure 630800 mm Hg.
5.8.3 The diagram for wiring the panel for inspecting ofgerability is shown in Appendix D.
The operability inspection of a single panel takésninutes max.
NOTE: Power off the panel before connecting and diseoting wires.
Inspect the device operability by doing the follagi
a) Power up the panel,
6) The built-in panel sounder shall sound a special”“s)gnal;
B) Measure the current consumed by the panel and eefitsdoesn’t exceed values specified in
Clause 2.8;
r) Ensure the S2000M console displays the messages efranecting the panel, its restart, and
then about tamper alarm of the panel.
5.8.4 Inspecting the panel in the Diagnostic mode.
Before testing the panel in the Diagnostic mode disconnect its relay outputs from the executive
circuits which activation isinadmissible.
To start the Diagnostic mode, do the foIIowmg
1) Double press the butt
2) Enter the Operator password (6 dlglts)
3) Press the buttor{12]
The panel shall play a specific melody while READED shall begin flashing in red.
Then all the panel relays shall switch off and thestch on one-by-one at time intervals of 1 s.
Together with first relay’s switching on, the indiors 1 to 10 will be lit in green while the
indicators 11 to 20 will be off.
Together with second relay’s switching on, the yelaswitches off and the indicators 11 to 20
switch on with green.
Together with third relay’s switching on, the reagwitches off while the indicators 1 to 10 are
lit in red.
Together with fourth relay’s switching on, the gela switches off and the indicators 11 to 20
also switch on with red.
Together with fifth relay’s switching on, the relay switches off and the indicators FIRE,
ALARM, FAULT switches on.
In 3 s since relay 5 switching on, the panel plingsend of the melody and automatically quits
the Diagnostic mode.
5.8.5 Inspecting Alarm Loops:
1) Disconnect the alarm loop (disconnect the ternomatesistor) and measure the voltage at the
first alarm loop. The voltage value must be betw2®b V and 27.5 V;
2) Connect the 4.7 K termination resistor to the fasirm loop and read the ADC value from the
first alarm loop by means of the C2000 consolediggithe following:
— Select REQUEST INFO / ZONE ADC in the command mehtlne console;
— Enter the current network address of the panelfébry value is 127) or select the panel
in the list of devices by4" or "»" console button;
— Type "1" as the loop number.
A value returned by the console must be betweesnd&bO.
3) Repeat step 2) for alarm loops 2 to 20.

6 Manufacturer's Data
CJSC NVP Bolid, 4 Pionerskaya Str., Korolev, Mosd®ggion, 141070, Russia
Tel./fax: +7 (495) 775-71-55
E-mail: info@bolid.ru, http://bolid.ru.
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Appendix A

Device View
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1 - Cover;
2 — Base;
3 — Drawer
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Appendix B

Structural Diagram of the Signal-20M
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Appendix C

Signal-20M Connection Diagram for Operation

intrusion alarm loop

Signal-10M
4.7K[ _
1] loopt+ loop1
<— 2| loop1- ®
<«— 1] loop20+ loop20
| € 2] loop20- ®
4.7K|: _
<« 1 NO1 — 1 lav1
<«— 2| com1 i’—l relay
<« 3 NC1 |
<« 1 NO2 — 1
outputs of switch over relays| <— 2| CcOM2 i'-l relay2
<« 3 NC2 |
<«<— 1| NO3 —~ 1 lav 3
<«— 2 [ com3 i’—l relay
<« 3 NC3 |
1N5400
1] K4+
“Lamp” 1N4148 relay4
1 12| Ka4-
1N5400
“Siren” 1N4148 ; ||<<55+ relay5
o
« 1 1|RS485A
to the S2000M consolg > [RS485 B

main power supply +tU_ |1 1] +U1
oV 2 2 oV
RIP-12 (24) T
ov
backup power supply +u 1
(optional) ov 2
RIP-12 (24)
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Appendix D

Wiring the Signal-20M for Operability Inspection

_ Signal-20M
resistance bank
R* > loop1+
> loop1-
loop20+
loop20-
R1 HL1 »x
] L NO1 | 1
L Y
COM1 i'_l relay 1
NC1 |
R2 HL2”
—1 ] <7 NO2 1
COM2 j relay 2
NC2 |
R3 HL37|7I
— 1 ] NO3 1
COM3 j relay 3
NC3 |
S2000M R4 2 HL4
] — K4 + relay 4
ov 2 VD1 Ka y
. -
RS485 A | 1 R5 77 HL5
RS485B| 2
VD2 K5 + relay 5
T K5 -
— RS485 A
RS485 B
PA1
T T ()
oV 2 ov
power supply 12V, 2A - + U2
ov

HL1...HL5 is for an indicator;

PAL1 is for an amperemeter;

R1...R5 are for resistors 0.25 W - 2 K £10%;
VD1, VD2 are for diodes 1N4148




Appendix E

Connecting Detectors into Alarm Loops

Type 1 (Fire Smoke Two Threshold Alarm Loop
Ra: An additional resistance of 1.2 Kto 2.4 K;
loop+ | |Ra | |Ra Rt:  The termination resistor of 4.7 K;
D, D, Rt
K \ [] D:. A smoke detector

loop- | |

S W ——

NOTE: When all the detectors are wired and connected to the relative Signal-20M contacts, test the alarm loop.

Ensure that confirmed actuation of a single detector causes the loop to get the Fire Pre-alarm status, while

actuation of two ones causes the loop to get the Fire Alarm status. Light and sound indication of the Signal-20M

must be in accordance with those described in Table 5.4 and Table 5.5. The network controller shall display the

relative messages from the Signal-20M.

Otherwise, if the test fails, the values of additional resistances have to be corrected.

Type 2 Type 4
(Combined Fire Alarm Loop) (Intrusion Alarm Loop)
D2 D2
_—t __—t
LP+ LP+
Rt K D, Rt

LP-

LP-

D;: A smoke detector;

D,: A heat detector;

Ra =0 + 510 Ohm (see NOTE above);
Rsh = 8.2 kOhm;

Rt = 4.7 kOhm

D;: A normally open intrusion detector;
D,: A normally closed intrusion detector;
Rt = 4.7 kOhm

Type 5
Type 3 (Intrusion with Tamper Monitoring)

(Heat Two Threshold Alarm Loop)
LP+ ﬁwk a]&zK
K4 K

NN

Lp- | |
Q—‘

K;: Tamper contact;
D,: A heat detector; K,: Detector Contact
Rsh = 4.7 kOhm;
Rt = 4.7 kOhm
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Wiring Smoke Detectors into an Alarm
Loop of the Type 1

D;: a smoke detector

Wiring Heat Detectors into an Alarm Loop
of the Type 3

Appendix E

(Continuation)

Wiring Smoke and Heat Detectors into an
Alarm Loop of the Type 2

8.2k
o{_—t |-
LP+ » 5
N ]
Lp- o] ¢

Wiring Foton-SK Intrusion Detectors into
an Alarm Loop of the Type 5

> . LP+
L L 13k
LP+ ’—:'—‘
4.7k 4.7k 4.7k C | NC | TAM | TAM
LP-
LP- 8.2k
D,:A heat detector
Connecting IPR 513-3
T e
113 113
IPR IPR [] 4.7k
214 214
g I
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